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J.T. AKBARALI J. 

Overview 

[1] On January 8, 2020, Ukraine International Airlines’ flight PS752 (“PS752”) departed 
from Tehran Imam Khomeini International Airport (“IKA”). Shortly after take-off, the flight was 
hit by two surface-to-air missiles launched by members of Iran’s Islamic Revolutionary Guard 
Corps (“IRGC”). Tragically, all 176 passengers and crew aboard PS752 lost their lives. 
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[2] Ukraine International Airlines JSC (“UIA”) has been named as a defendant in one class 
proceeding, and 101 individual actions, arising out of the accident.1 Most of these claims are 
governed by the Montreal Convention for the Unification of Certain Rules for International 
Carriage by Air, 1999 (the “Montreal Convention”). A few are governed by the Warsaw 
Convention. 

[3] These reasons relate to the trial of the class proceeding, and six representative individual 
actions, all of which are governed by the Montreal Convention. The parties have agreed that the 
result of this trial will apply across all actions commenced in the Ontario Superior Court of 
Justice to the extent that the claims in those actions are governed by the Montreal Convention. 
These reasons do not affect the actions governed by the Warsaw Convention. 

[4] The parties to this trial agree that an “accident” as defined in the Montreal Convention 
has taken place.2 They agree that, under the terms of the Montreal Convention, UIA is strictly 
liable for the accident. That liability is unlimited unless, under the Montreal Convention, UIA 
can prove that it was not negligent in allowing PS752 to depart Tehran on the morning of 
January 8, 2020. UIA’s reverse onus defence that it was not negligent is the issue in this trial. 

Brief Conclusion 

[5] For the reasons I set out below, I find that UIA has failed to prove, on a balance of 
probabilities, that it was not negligent in allowing PS752 to depart Tehran on January 8, 2020. 
As such, its liability under the Montreal Convention is unlimited. 

Background 

[6] At this stage in these reasons, I set out some background to assist the reader in 
understanding the analysis that follows.  

The Geopolitical Context: Military Tensions between the United States and Iran 

[7] The long history of tensions between the United States and Iran is the backdrop against 
which the tragedy of PS752 unfolded. This history was explained at trial by Dr. Michael 
Wallace3, whom I qualified as an expert to provide opinions on the structure of the Iranian 
military, and the history of military tensions between Iran and the United States.  

 

 

1 UIA disputes that Ontario has jurisdiction over one of the claims, but the jurisdictional question is not at 
issue in this trial. 
2 “Accident” means “an unexpected or unusual event or happening that is external to the passenger”: 
Bland v. EVA Airways Corporations, 2013 WL 12324773 (SDNY), at p. 3. 
3 Dr. Wallace is a Senior Professor of Practice (since 2014) and the Director of Emergency and Security 
Studies (since 2012) at Tulane University, and an adjunct professor at the U.S. Naval War College (since 
2019). He teaches courses including terrorism and intelligence analysis, and theatre decision making. 
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[8] Dr. Wallace explained that, following the Iranian Revolution in 1979, Iran established a 
Shia Muslim country which sees not only countries such as Israel and the United States as its 
competitors, but also Sunni Muslim countries like Saudi Arabia. 

[9] Prior to the Iranian Revolution in 1979, there was a single military in Iran, the Artesh, 
which had been trained in significant measure by the United States. At the time of the Iranian 
Revolution, the Iranian military was already highly professional, but not trusted by Ayatollah 
Khomeini, Iran’s then-supreme leader, because of its historical ties to Western governments. 

[10] For that reason, Ayatollah Khomeini established a second military command and control 
structure in Iran: the IRGC, which is made up of about 190,000 personnel in ground, naval, air 
and unconventional forces who are known to be fervently devoted to the Iranian regime.  

[11] Artesh focuses on defending Iran against external threats while the IRGC focuses on 
threats to the Iranian regime, including threats to its nuclear program. The IRGC includes the 
Qods force, a clandestine branch of the IRGC which focuses on extra-territorial operations, 
including exporting the Iranian Revolution through support for terrorist activities abroad. 

[12] I make no attempt to set out a comprehensive history of the tensions in the Middle East 
involving Iran since 1979; it suffices to note that, at least since 1979, these tensions have been 
present, often through proxies. The Qods force has been involved in the proxy battles that have 
been ongoing at least since the Iranian Revolution. 

[13] However, a series of events beginning in 2018 are relevant to understanding the state of 
the tensions at the time PS752 was shot down. 

[14] In April 2018, the government of the United States designated the IRGC as a foreign 
terrorist organization, marking the first time an official military government force had been so 
designated. In May 2018, the United States withdrew from the 2015 Joint Comprehensive Plan 
of Action (“JCPOA”) nuclear agreement, an agreement with the objective of slowing down 
Iran’s nuclear power program that had been entered into while Barack Obama was president. 
This withdrawal worsened relations between Iran and the United States. The withdrawal from the 
JCPOA was in furtherance of a new American policy to apply maximum pressure on Iran’s 
economy in order to force Iran to renegotiate the JCPOA and to deny Iran revenue to develop its 
strategic capabilities or to support unrest in the region. 

[15] In May and June 2019, oil tankers from Saudi Arabia, the United Arab Emirates, and 
Norway were attacked. The United States attributed those attacks to the IRGC. 

 

 

Prior to his academic career, he was an American naval officer for 20 years, and a senior intelligence 
analyst with the Joint Chiefs of Staff JW at the Pentagon. Iran has been one of the focuses of his work. 
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[16] On June 20, 2019, Iran shot down an unmanned American aircraft (“UAV”) that it 
claimed violated its airspace. A week earlier it had attempted to shoot down another unmanned 
American aircraft. The following month, on July 18, 2019, American forces downed an Iranian 
drone via jamming in the Strait of Hormuz.4 

[17] Also in July 2019, the United Kingdom impounded an Iranian tanker off Gibraltar for 
violating the European Union embargo on oil to Syria. In retaliation, Iran seized a British-
flagged tanker in the Strait of Hormuz. The Iranian tanker was released following an order of a 
court in the United Kingdom on August 15, 2019. Iran released the British tanker on September 
22, 2019. 

[18] Through its proxy, the Houthi movement in Yemen, Iran launched a cruise missile attack 
against Saudi Arabian energy infrastructure in September 2019, which shut down a significant 
portion of Saudi Arabian oil production, and further escalated tensions between Iran and the 
United States. 

[19] Then, in mid-December 2019, Iran launched rockets against Iraqi military facilities where 
American forces were co-located. Iran launched a subsequent attack on December 27, 2019, 
which killed an American contractor and wounded four American troops near Kirkuk, Iraq.  

[20] On December 29, 2019, the United States launched airstrikes on targets in Iraq and Syria 
against an Iranian-backed group, Kata’ib Hezbollah. 

[21] On December 31, 2019, supporters of Kata’ib Hezbollah and other Shia militias 
surrounded and entered the American embassy in Baghdad. Some of the outer embassy buildings 
were set on fire. The militias withdrew from the embassy on a promise from the Iraqi parliament 
that it would hold a vote on expelling American forces from Iraq. 

[22] Then, in a major escalation of tensions, on January 3, 2020, the United States launched an 
airstrike that killed Qods Force Commander Major General Qasem Soleimani and Kata’ib 
Hezbollah leader Abu Mahdi Al-Muhandis. The open assassination of a senior leader in a foreign 
government by the American government was unprecedented. The assassination of General 
Soleimani was met with outrage in Iran, where he was very popular and influential; by some 
accounts, General Soleimani was the second most powerful person in Iran. In any event, it is 
certain that General Soleimani was extremely powerful in Iran. The Iranian Supreme Leader 
Khamenei threatened to retaliate for the killings. 

[23] The then-American president, Donald Trump, warned Iran on Twitter (as it then was), 
that if it retaliated for the killing of General Soleimani, the United States military had identified 
52 sites, “some at a very high level & important to Iran and Iranian culture” and would hit them 
“VERY FAST AND HARD”. 

 

 

4 The Strait of Hormuz is a narrow channel between the Omani Musandam Penninsula and Iran, which 
connects the Persian Gulf to the Gulf of Oman. 
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[24] On January 8, 2020, at about 2:00 a.m. local time in Tehran, or 22:30 UTC5, Iran 
launched “Operation Martyr Soleimani”, launching ballistic missiles — perhaps as many as 16 of 
them — at two Iraqi bases at which American soldiers were stationed. This response to the 
killing of General Soleimani was notable because it marked the first time American forces had 
been subjected to a ballistic missile attack by Iran, raising the stakes higher than they had been in 
the past. The attack continued for about three hours. 

[25] No American was killed in the attack, but many were injured, including with traumatic 
brain injuries. 

[26] Following the attack on Americans in Iraq, the Iranian military went into a state of high 
alert, in view of Mr. Trump’s vow to retaliate fast and hard. Iran would not have known where or 
when the Americans would attack, but the Commander of the IRGC Aerospace Force said Iran 
was “totally prepared for a full-fledged war”. 

[27] Thus, on January 8, 2020, Iran’s air defence forces, including its surface-to-air missiles 
(“SAMs”) were prepared for an American attack, partly because Mr. Trump had vowed to 
respond very fast and hard, and partly because, due to the length of the attack on the Iraqi bases, 
American forces would have been keen to neutralize the threat against them emanating from 
Iran. 

[28] This was the political and military situation as it existed in the early morning of January 
8, 2020, in Tehran, when PS752 was supposed to take off to return to Kyiv. 

History of UIA’s Kyiv-Tehran-Kyiv Route 

[29] UIA established its flight route between Boryspil International Airport, in Kyiv, Ukraine 
to IKA in June 2014. The flight call number from Kyiv to Tehran was PS751, while the return 
flight call number was PS752. 

[30] To establish the route, UIA obtained permission from the States of Ukraine, Iran, and 
Türkiye, as the route overflew the airspace of each of those states. UIA operated the route several 
times each week. The route operated on a repetitive flight path that, by January 8, 2020, had not 
changed since the route’s inception.  

[31] In order to establish the route, UIA had to undertake an initial security assessment of the 
route. At this point in the narrative of events, it is useful to understand, in a summary way, the 
difference between aviation security and aviation safety. I address this topic in detail in my 
analysis of the issues. 

 

 

5 In these reasons, I sometimes refer to the time in Tehran, or in Kyiv, or Coordinated Universal Time, 
also referred to as Greenwich Mean time (“UTC”). In choosing which time zone to use, I refer to the time 
zone that I think best explains the narrative. For clarity, Kyiv time is UTC + two hours, and Tehran time 
is UTC + 3.5 hours.  
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[32] UIA’s Vice President of Flight Operations, Captain Igor Sosnovskyi, describes aviation 
security as being concerned with acts of unlawful interference that may jeopardize the safety of 
civil aviation, including unlawful seizure, hostage-taking, introduction of weaponry on board an 
aircraft or at an airport, use of an aircraft for purpose of causing harm, communication of false 
information to jeopardize the safety of an aircraft, and destruction of an aircraft in service. 

[33] Aviation safety is concerned with identifying and assessing hazards that have potential to 
cause damage to an aircraft’s operations, including organization hazards, environmental hazards, 
human factor hazards, and technical hazards. 

[34] A hazard identification and safety assessment is done before each flight to ensure, for 
example, that an aircraft has the minimum required equipment, or that there are no weather 
patterns that could endanger the flight. If safety hazards are identified, mitigations are put in 
place as required. 

[35] UIA did not routinely undertake security assessments with respect to its flights. Rather, 
the Kyiv-Tehran-Kyiv route underwent four separate security assessments up to January 8, 2020: 
one at the inception of the route, and the others when UIA determined that a change in 
circumstances warranted an updated security assessment. Those updated security assessments 
occurred: (i) in June 2019, after Iran shot down an unmanned American drone; (ii) on January 6, 
2020, after the assassination of General Soleimani; and, (iii) on January 8, 2020, after Iran’s 
missile attack on US forces at Iraqi bases, but before PS752 took off from IKA.  

[36] The sufficiency of these aviation security assessments is hotly contested. 

[37] A security assessment can only be performed by someone qualified, trained, and certified 
to undertake one. UIA had a Directorate of Aviation Security (“AVSEC”) with three employees 
qualified to undertake security assessments. UIA’s Deputy President and Director of AVSEC, 
Petro Martynenko, gave evidence at trial about the establishment of the route, and the security 
assessments done between the establishment of the route and the shoot-down of flight PS752. I 
review this evidence in detail in my analysis of the issues.  

[38] I also review in detail the role of international organizations, states, and airlines in 
ensuring aviation security, as well as the documents that set out industry standards for aviation 
security and safety in my analysis of the issues. 

The Events of January 7-8, 2020 

[39] January 7, 2020 was Orthodox Christmas, a holiday in Ukraine. Mr. Martynenko was on 
duty on the evening of January 7, 2020, and into the morning of January 8, 2020, while the other 
members of AVSEC enjoyed the holiday with their families. Mr. Martynenko had taken a nap in 
the afternoon of January 7, 2020, so that he could be rested in order to monitor the situation in 
the Middle East, where there were concerns that Iran might respond to the assassination of 
General Soleimani. Mr. Martynenko’s concern was for the security of PS752, which was 
scheduled to depart Tehran on the morning of January 8, 2020. 
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[40] Before the ballistic missile attack, PS751 arrived at IKA following an uneventful flight 
from Kyiv, landing in Tehran at 00:57 local time on January 8, 2020. The flight crew, all of 
whom were adequately trained and qualified, left IKA after PS751 landed to get some rest at a 
hotel near the airport. The hotel likely did not have news channels available on television, or at 
least none that the flight crew, none of whom spoke Farsi, could understand. 

[41] Iran launched the ballistic missile attack on American forces at Iraqi bases in the hours 
following the landing of PS751. There is no evidence that the flight crew was aware of the 
ballistic missile attack before PS752 departed, although there is evidence that passengers were 
aware, and concerned about air safety. 

[42] Mr. Martynenko gave evidence that he became aware of the ballistic missile strike at 
some time between 2:00 a.m. and 3:15 a.m. Kyiv time (3:30 to 4:45 a.m. Tehran time) and 
thereafter conducted an updated security assessment, which I address in greater detail below. In 
the result, he determined that the risk for PS752 to depart Tehran was higher than it had been 
assessed on January 6, 2020, but still acceptable. 

[43] Prior to the departure of PS752 but after the commencement of the ballistic missile 
attack, 15 planes departed from, and eight planes landed at, IKA. Some of those planes flew 
routes of a similar trajectory to the usual flight path of PS752. In addition, other airlines overflew 
the airspace over Tehran (known as “Tehran FIR”). Certain other airlines altered their flight 
paths, both in the days before January 8, 2020, and in the days after, such that they would not 
overfly Tehran FIR. Some did so due to the security risk. For others, there is no evidence in the 
record as to why they changed their flight paths. 

[44] PS752’s departure from Tehran, scheduled for 5:15 a.m. Tehran time, had been delayed. 
At 6:12 a.m. Tehran time, or 2:42 UTC, PS752 finally departed IKA for Kyiv. It did not deviate 
from its approved flight path. The aircraft was airworthy, and all aircraft systems were 
functioning properly at take-off.  

[45] Notably, the evidence indicates that PS752 had a working dual transponder system, 
which enables a secondary radar surveillance system that can be used in addition to a primary 
radar system. The importance of the radar surveillance systems was explained by Ian Gilbert6, 
whom I qualified at trial to give evidence on avionics and the operation of the transponder on 
board PS752.  

[46] Mr. Gilbert explained that primary radar surveillance systems use ground-based antennae 
to transmit a radar pulse, and then listen for the small amount of return energy that is reflected 

 

 

6 Mr. Gilbert, a chartered engineer, has over 50 years experience in avionics, including with British 
Airways as a senior development engineer, and with Honeywell, as Director Technical Services, Europe, 
Middle East, Africa and the CIS. Since 2007, he has worked as a consultant to aerospace companies 
consulting on platforms and systems including global positioning, data link, satellite communications, 
flight management and unidentified aerial vehicles.  
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back from an aircraft to position or track it. The time delay between the transmission of the pulse 
and the reflected return measures the distance of the aircraft. Primary radar surveillance can be 
used to locate an aircraft that has no on-board equipment. 

[47] A secondary radar system requires an airborne transponder which sends its signal from 
the aircraft without being interrogated by ground antenna first. PS752 was equipped with dual 
transponders, providing redundancy should one fail. Different ground-based systems can be used 
for secondary radar surveillance, that is, to receive signals, and therefore information, from an 
airborne transponder.  

[48] Consistent with Mr. Gilbert’s information from other sources, Iranian media has reported 
that IKA has a modern airport radar system including “Monopulse Secondary Surveillance 
Radar”, indicating that it would be able to receive return signals from PS752’s transponder. 
Those signals would identify PS752’s altitude, speed, position, heading, and callsign, plus a code 
showing the radio frequencies the crew are listening to and the air traffic control services they 
are using at any given time. Given what is known about the sophistication of the Iranian aviation 
authorities and Iran’s military, I infer that IKA did have this type of modern radar system. Thus, 
were IKA or Iranian military to have interrogated PS752’s transponder, they would have 
received a valid response which ought to have made it clear that PS752 was a commercial 
airline, and not a military threat. 

[49] The evidence indicates that PS752’s transponder was transmitting information until it 
was struck by a SAM, after which the transponders stopped transmitting, likely due to loss of 
electrical power. PS752’s path was tracked by primary radar surveillance until it crashed. 

[50] According to Iran’s investigation report, to which I turn shortly, PS752 was deconflicted 
and permission was obtained from the Iranian military to allow it to depart. There is no objective 
evidence to back up these conclusions; there is only Iran’s say-so. As will become apparent, 
Iran’s statements about the cause of the destruction of PS752 are, at best, wholly unreliable, and 
at worst, deliberate mistruths. Thus, while it is possible that the flight was deconflicted and 
permission granted from the military for it to leave, we will likely never know for sure. 

[51] There was absolutely no reason that PS752 should have been taken to be anything other 
than a commercial jet airliner. It was flying away from Tehran, gaining altitude, flying at a speed 
that was expected for a commercial airliner but not for a missile, at an altitude that was not 
consistent with a missile, and with a working transponder system that, were secondary radar 
surveillance in use, would have provided the Iranian military with information about the 
commercial aircraft if they interrogated it. 

[52] Notwithstanding, mere minutes after takeoff at 6:12 am Tehran time, PS752 was struck 
by two SAM missiles fired in succession by an Air Defence Unit (“ADU”) operated by the 
IRGC. The missile strikes rendered the aircraft uncontrollable. It crashed, killing everyone 
aboard. 
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[53] Immediately after the crash, the cause was unclear (except, presumably, to the IRGC). 
Aircraft continued to land at, depart from, and overfly IKA. After three days of denials, Iran 
finally admitted that it had shot down PS752. 

The Questionable Iranian Investigation 

[54] Iran is a state party member of the Convention on International Civil Aviation, commonly 
known as the Chicago Convention, which sets out principles and arrangements respecting civil 
aviation to ensure its safety, among other things. As a state party member to the Chicago 
Convention, Iran was required to conduct an investigation into the destruction of PS752. In the 
end, Iran concluded that human error was at fault.  

[55] According to Iran, the radar of the SAM unit that fired the missiles at PS752 was 
misaligned after it was “relocated for the last time” at 04:54 local time, by a distance of around 
100 metres. Iran claims that the relocation introduced a bearing error of 105 degrees into the 
SAM’s fire control system and that the operator failed to realign the unit properly, such that the 
unit displayed objects as moving in a space and direction that the objects were not actually 
moving in. This alleged misalignment was demonstrated by a video created by Dr. Kara Greene7, 
whom I qualified as an expert in aircraft performance and flight path accident reconstruction. Dr. 
Greene’s accident reconstruction video revealed that the 105-degree misalignment would have 
wrongly shown planes that were taking off from IKA and following the trajectory of PS752’s 
regular flight path, away from Tehran, as originating from the southwest direction, and flying 
towards Tehran. 

[56] Iran’s report alleges that the SAM had been kept in standby mode (so that its radar was 
not operating) from 04:54 until about 06:07, when it was placed in operating mode. Shortly 
thereafter, at 06:14, the SAM detected PS752 but due to the misalignment, it appeared to be 
flying toward Tehran. The SAM operator reported the “target” to higher command at 06:14:19, 
and then, having received no response, fired a missile at 06:14:39. According to Iran, therefore, 
about 40 seconds elapsed between the SAM detecting PS752 and the first missile being fired. 

[57] Iran claims that the misalignment, when coupled with an anticipated US response to 
Iran’s ballistic missile strike, led the ADU to incorrectly identify PS752 as an incoming US 
cruise missile. 

[58] There are many reasons why Iran’s explanation makes absolutely no sense. I have already 
described why the working transponder system makes it unlikely that PS752 could have been 
mistaken for a threat by the ADU if the military were employing a secondary radar surveillance 
system. In addition, had the military deployed a primary radar system to interrogate PS752, 

 

 

7 Dr. Greene is a pilot, a former member of the U.S. Airforce, and a mechanical and aeronautical engineer 
who specializes in aircraft accident reconstruction and analysis. She holds a Ph.D. in aerospace 
engineering, and has taught courses at the Air Force Academy in aeronautics, experimental methods, a 
capstone mathematics course, and flight test techniques. 
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doing so would have corrected the alleged misalignment problem, and PS752 would have been 
identified as coming from the direction of IKA, flying north, away from Tehran. 

[59] Moreover, Iran’s explanation does not make sense given the capability of the air defence 
system it was using. UIA led evidence from Dr. Justin Bronk8, whom I qualified as an expert in 
air defence weapons systems. Dr. Bronk’s evidence confirmed that Iran’s explanation that the 
shootdown of PS752 was caused by human error, at least in the manner it describes, is 
unconvincing. 

[60] Dr. Bronk explained that the type of SAM at issue here (a 9K331 Tor-M1, which I will 
continue to refer to as a SAM in these reasons) is a Russian-made short-ranged air defence 
system that is optimized for engaging incoming precision guided munitions including cruise 
missiles. To be able to engage fast incoming missiles, the SAM needs a fire control system 
capable of extremely rapid engagements and a powerful, high-frequency, high-resolution radar. 

[61] The SAM is designed to be moved frequently to keep pace with the armoured formations 
it was designed to protect. It was designed around a highly mobile tracked chassis with target 
acquisition and fire control radars and missiles, all mounted on the same vehicle.  

[62] The SAM system is highly automated, and is designed to track incoming targets while it 
is moving. It must stop moving to fire a missile, but only for seconds. The minimum time from 
target detection to missile launch is 3.5 to 10 seconds when stationary. If the SAM is moving, it 
requires an additional two seconds to stop, to allow it to fire. 

[63] The SAM also has a secondary TV tracking system that provides visual target 
identification capability. 

[64] Given the capabilities of the SAM system, the Iranian explanation of human error is 
implausible. 

[65] First, a 100-metre relocation of the SAM should not have introduced an uncorrected 
bearing error into the SAM’s radar. Deconfliction is a crucial part of any military air defence 
system, especially one capable of rapid engagement, like the SAM. No military wants to down 
its own aircraft accidentally. The SAM system is designed to move. It should not have required a 
bearing correction after a move of just 100 m, and certainly not in the magnitude of 105 degrees. 

 

 

8 Dr. Bronk is a Senior Research Fellow for Combat Airpower and Military Technology at the Royal 
United Services Institute. His work includes briefing international politicians, senior military and business 
leaders, conducting fieldwork, conducting site visits to military bases, facilities and ships with UK and 
international armed services, and editing the Royal United Services Institutes’ online journal. His 
experience includes acting as a weapons expert in connection with the shoot-down of Malaysia Airlines 
flight MH-17. Dr. Bronk is also a Professor in Airpower Studies at the Royal Norwegian Air Force 
Academy. Dr. Bronk holds a Ph.D. from the Defence Studies Department at Kings College London, 
University of London. 
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Dr. Bronk explained that the only time an error of the magnitude Iran claims could be introduced 
into the system is if the SAM were moved other than under its own power, like on a train or 
trailer. 

[66] Second, if the SAM was moved only 100 metres, it should have detected other 
commercial airlines that followed a similar flight path to PS752 prior to the departure of PS752. 
Given the implausibility of the 105-degree bearing error, the SAM should have detected those 
other flights as following the same flight path as it detected PS752 flying. An alert crew should 
also have detected other aircraft flying a similar path to PS752. None of those other flights were 
interfered with. There is no explanation for why only PS752 was identified as a target. Moreover, 
the SAM crew should have been aware that they were stationed near IKA, the primary 
international airport serving Tehran, and thus been aware of the possibility of civilian aircraft in 
the area. 

[67] Third, it is logical that the SAM would relocate by 100 metres or so, and do so repeatedly 
during the night, consistent with how one would expect an air defence system to respond to an 
anticipated strike. Regular, short movements of the SAM would both protect Iran’s airspace and 
make it less likely that the SAM itself would be located and targeted by the Americans. 
However, a SAM that is moving in the night in circumstances where the military is on high alert 
would not be on stand-by, but would be active, with its radar system on, and the system set ready 
to fire throughout the night. 

[68] Thus, a SAM that is being repositioned by 100 metres would have its radar surveillance 
coverage operational while repositioning in order to maintain situational awareness, especially 
since it only needs two seconds to stop to fire, which takes between 3.5 and 10 seconds. The 
SAM can be moved 100 metres while still providing air defence capability, which is how one 
would expect Iran would employ its SAMs while anticipating an American strike. 

[69]   Fourth, the SAM should have identified PS752 as a larger and slower contact than an 
incoming cruise missile, and should have identified that PS752 was in a steady climb, rising 
from 2400 feet above ground level at the time of detection and climbing to about 4100 feet above 
ground level by the time the missile was launched. For comparison, an American cruise missile 
flies much faster and at altitudes of about 30-100 feet over hostile territory to minimize its 
chances of being shot down. 

[70] Fifth, the crew of the SAM could easily have used the SAM’s optical sensor capability to 
visually identify the target before firing. The standard lights on a civilian aircraft would have 
identified PS752 as a commercial airliner even if there were no other optical aids on the SAM. 

[71] Sixth, if it is correct that the Iranian military gave PS752 permission to take off, and 
deconflicted it, the SAM crew near the airport ought to have been looped into that 
communication. 

[72] Seventh, Dr. Bronk also explained that SAMs are a short-ranged system that function as a 
last line of defence. There is no reason why a SAM crew deep in Iranian territory that was in 
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communication with other defence units and maintaining situational awareness would expect to 
be the first defence unit confronted with a US cruise missile attack. 

[73] Finally, Dr. Bronk questioned what rules of engagement the SAM crew had been issued, 
and why they felt authorized to fire missiles without higher command authority. Were they in 
fact authorized to fire live weapons without higher command authority when they were stationed 
so close to a major civilian airport, and if so, why? Or did the crew act in breach of the rules of 
engagement, and if so, why? The accident raises questions about the training of, and adequacy of 
communication between, the IRGC command structure and the ADU, none of which are 
answered by Iran’s implausible explanation. 

[74] I admitted the report resulting from Iran’s investigation into evidence, because it is part 
of the narrative of events. But I do not rely on Iran’s report for proof of the truth of its contents, 
given its lack of credibility, which I have just described. 

[75] Given the number of Canadians on board PS752, the Government of Canada delivered 
two reports into the tragedy. Both are in evidence before me. The first, entitled Flight PS752: 
The long road to transparency, accountability and justice, was published in December 2020. The 
second, entitled The Downing of Ukraine International Airlines Flight 752, Factual Analysis, 
Forensic Examination and Assessment Team, was published on June 24, 2021. 

[76] The Canadian reports are limited by the fact that Canada did not have unfettered access to 
the source material that would have allowed for a proper investigation. However, to the extent 
that the Canadian reports identify information relevant to the shoot-down of PS752, I accept that 
that information is credible and reliable. I note that the parties themselves agree that the 
Canadian reports are admissible for proof of the truth of their contents. As required, I deal with 
the Canadian reports in greater detail in my analysis. 

[77] While there was more relevant evidence that was led at trial, at this juncture I turn to the 
issues in the case. I address other relevant evidence, as necessary, in my analysis of the issues. 

Issues 

[78] The following issues must be determined: 

a. Has UIA proven that it did not breach the standard of care in making its 
assessment of risk to PS752 from taking off, and in permitting PS752 to take off 
from IKA on January 8, 2020? Answering this question involves determining the 
content of the standard of care and assessing whether UIA breached it. 

b. If UIA cannot prove that it did not breach the standard of care, has UIA proven 
that its breach of the standard of care did not cause the passengers’ damages in 
fact; that is, but for UIA’s breach of the standard of care, would the passengers 
have been killed?  

c. If UIA cannot disprove causation in fact, are the passengers’ losses too remote to 
be recoverable? That is, has UIA proven that there is no causation in law? 
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First Preliminary Issue: The Protective Order 

[79] Prior to this action coming to trial, Glustein J., in his capacity as case management judge, 
issued two protective orders, dated November 19, 2021, and June 13, 2022. These orders sought 
to protect from disclosure sensitive information relating to airline safety and security which, if 
broadly known, could pose a risk to the travelling public. 

[80] UIA sought an order that would extend Glustein J.’s protective orders and make specific 
provision for how to deal with confidential information in the context of the trial. 

[81] I directed UIA to bring a motion at the outset of trial for the confidentiality order it 
sought, and to provide notice to the media of its motion in accordance with the court’s practice 
direction. No media attended to motion to make submissions. 

[82] There was some dispute between the parties as to which portions of documents should be 
subject to a protective order. In the end, after negotiations between the parties, UIA redacted a 
number of its documents to remove sensitive information that was not relevant to the issues in 
this trial. 

[83] There remained only one document with respect to which UIA sought a protective order, 
and about which I heard argument. 

[84] The document in issue is known as Order 390, which is a collection of guidelines on 
assessing the level of threat to the security of the civil aviation of Ukraine. This document was 
issued as “Official (restricted) use only” by the Ministry of Infrastructure of Ukraine. 

[85] To obtain a copy of Order 390, UIA had to undertake not to disclose or otherwise use 
Order 390 in open speech, publication in the media, in court proceedings, exhibitions, 
showrooms, or any other public spaces unless it obtains the written consent of the Ministry of 
Infrastructure of Ukraine. 

[86] Order 390 has been superseded by another order. Despite multiple requests from UIA, the 
Ministry of Infrastructure of Ukraine has not provided its written consent to UIA to disclose or 
otherwise use Order 390 publicly. 

[87] Should UIA breach its undertaking, under article 172(8) of the Code of Ukraine on 
Administrative Violations, UIA’s Chief Executive Officer is at risk of a penalty which could be a 
fine of up to 150 times the Ukrainian minimum wage. 

[88] Accordingly, because Order 390 has relevance to these proceedings, UIA sought an order 
allowing it to file that document under seal, and to exclude everyone except for court staff, 
lawyers, and the relevant witness, whenever evidence was being given with respect to Order 390 
at trial. 

[89] The legal principles relevant to a protective order are set out in Sherman Estate v. 
Donovan, 2021 SCC 25, [2021] 2 S.C.R. 75. First, it is necessary to recall the fundamental 
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importance of the open court principle. In Sherman Estate, at para. 1, the Supreme Court of 
Canada wrote: 

This Court has been resolute in recognizing that the open court principle is 
protected by the constitutionally‑entrenched right of freedom of expression and, 
as such, it represents a central feature of a liberal democracy. As a general rule, 
the public can attend hearings and consult court files and the press — the eyes and 
ears of the public — is left free to inquire and comment on the workings of the 
courts, all of which helps make the justice system fair and accountable. 

[90] The Court confirmed the “strong presumption in favour of open courts”, but allowed that 
exceptional circumstances arise in which competing interests justify imposing a restriction on the 
open court principle. In such cases, the applicant must demonstrate first, “as a threshold 
requirement, that openness presents a serious risk to a competing interest of public importance” – 
a high bar that serves to maintain the strong presumption of open courts: Sherman Estate, at para. 
2; see also paras. 3, 37. 

[91] The court has inherent jurisdiction to make a confidentiality order, and jurisdiction under 
s. 137(2) of the Courts of Justice Act, R.S.O. 1990, c. C.43, to make an order sealing documents. 

[92] Under s. 135(2) of the Courts of Justice Act, the court may order the public to be 
excluded from a hearing where the possibility of serious harm or injustice to any person justifies 
a departure from the general principle that court hearings should be open to the public. 

[93] The legal test to grant a confidentiality order is set out by the Supreme Court of Canada 
in Sherman Estate, at para. 38. There are three prerequisites that a party must establish when it is 
asking a court to exercise its discretion in a way that limits the open court principle: 

a. Public disclosure would pose a serious risk to an important public interest; 

b. No reasonable alternative means would prevent this risk; and 

c. The benefits of the order outweigh any negative effects. 

[94] The Supreme Court of Canada held that only when all of these prerequisites are met can a 
discretionary limit on openness be ordered. The test applies to all discretionary limits on court 
openness, such as publication bans, sealing orders, an order excluding the public from a hearing, 
or a redaction order, subject only to valid legislative enactments: Sherman Estate, at para. 38. 

[95] At the trial, I determined that the protective order sought by UIA was appropriate: 

a. Public disclosure of Order 390 would have involved forcing UIA to breach its 
undertaking given to the Ukrainian government to keep confidential sensitive 
information. Even though the Order has been superseded, there is an important 
public interest in ensuring that an airline respects its undertaking to a government 
entity, especially here, where the undertaking was made in order to receive 
sensitive security-related information. 
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b. The order proposed was very narrow in scope. It provided for only one document 
to be sealed. Only one witness gave evidence about Order 390, and that evidence 
was brief. The protective order was so narrowly tailored that no other reasonable 
alternatives would have prevented the risk. 

c. I considered whether the observers in the courtroom could be allowed to remain 
while evidence was given about Order 390. However, during the day prior to the 
evidence being given about Order 390, court staff reported having observed 
people in the courtroom gallery recording parts of the proceedings, in violation of 
s. 136 of the Courts of Justice Act, R.S.O. 1990, c. C.43, despite the s. 136 
warning having been given. I addressed the issue about recording directly, and 
also asked counsel to speak to their clients about it. But given that breach of the 
legislation, I was not prepared to allow evidence about Order 390 to potentially be 
recorded by an observer. 

d. Finally, the benefits of the order were significant, while the negative effects were 
minimal. 

[96] In the result, I signed the protective order permitting Order 390 to be sealed, and 
directing that evidence about Order 390 be given in the absence of everyone except the witness 
in question, court staff, and the parties’ lawyers and their staff. 

Second Preliminary Issue: Guidelines for a Trauma-Informed Process 

[97] Because the plane crash that gave rise to these actions was a traumatic event, I was 
concerned about the potential for the usual trial processes to retraumatize those parties and 
observers who lost loved ones in the crash of PS752, and those witnesses who had been involved 
in the events. I was also concerned about the potential for vicarious traumatization of others 
involved in the trial processes, including counsel and staff, other observers, court staff, and me. 

[98] For that reason, at the trial management conference, I asked counsel to consider the 
nature of the evidence that would be led, and the orders or directions that could be given to assist 
in minimizing the potential for retraumatization or vicarious traumatization during the trial. 

[99] Trauma-informed legal processes9 are not yet broadly understood or widely deployed. 
Although the process we followed is not relevant to my determination on the merits of the trial, I 

 

 

9 Information about trauma-informed legal processes may be found in, for example, a publication of the 
Substance Abuse and Mental Health Services Administration, an agency within the US Government’s 
Department of Health and Human Services, entitled “SAMHSA’s Concept of Trauma and Guidance for a 
Trauma-Informed Approach” (July 2014), found at SAMHSA's Concept of Trauma and Guidance for a 
Trauma-Informed Approach (hhs.gov), or in Helgi Maki, Marjorie Florestal, Myrna McCallum, and J. 
Kim Wright, Trauma-Informed Law: A Primer for Practicing Lawyers and a Pathway of Resilience and 
Healing (United States of America: American Bar Association, 2023). 

https://ncsacw.acf.hhs.gov/userfiles/files/SAMHSA_Trauma.pdf
https://ncsacw.acf.hhs.gov/userfiles/files/SAMHSA_Trauma.pdf
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describe how we approached the trial in the hopes that it will aid counsel and courts who seek to 
fashion a trauma-informed process in their individual trials and hearings. We can aspire to a 
systemic shift to a trauma-informed legal system, but that shift will begin one hearing at a time. 

[100] First, it is important to describe what I mean by a trauma-informed process. It is not one 
that aims to heal the trauma that participants in the process have experienced. It is not about 
manners or kindness. It is about adapting our processes in a way that seeks to minimize the 
trauma that the legal process itself can create, and it is about understanding how a person’s 
trauma might inform or affect their interactions with the legal system. A trauma-informed 
process can thus operate to remove barriers to just outcomes, and enhance public respect for, and 
the legitimacy of, the administration of justice.  

[101] In this case, most of the evidence given focused on aviation security and safety 
assessments, and much of it was given by experts. Thus, the most important focus of a trauma-
informed process in this trial was to minimize the potential that the trial itself could lead to re-
traumatization, or vicarious traumatization, rather than on removing barriers to just outcomes in 
the process due to the impacts of trauma.10 

[102] In advance of the trial, counsel prepared and agreed to Trauma Informed Trial 
Guidelines, which were entered as a lettered exhibit at trial. The guidelines required that 
participants in the process be given ample advance notice, as well as immediate advance notice, 
before any evidence was led that was expected to be traumatic. This enabled observers, and 
certain participants in the trial whose presence for the evidence was not strictly necessary, to 
absent themselves if they wished to do so. 

[103] The guidelines filed by counsel included three appendices: (i) Trauma Informed Care 
Guide for Claimants; (ii) Trauma Informed Care Guide for Counsel, Court Staff; and (iii) 
Trauma Informed Care Guide to Preparing for Trial. These appendices included information for 
observers and participants on how to recognize trauma, how to cope with and process trauma 
during the trial process, and how to process trauma after the conclusion of the trial. These 
appendices were made available in hard copy in the courtroom and were posted in the chat on the 
zoom for those participants attending remotely, both towards the beginning of trial and when 
traumatic evidence was expected. Counsel also made the appendices available to their clients in 
advance of trial. 

[104] One family member whose sister died in the accident offered evidence through an 
affidavit. Questioning of the family member was very limited, so as to minimize the need for him 
to orally give evidence that might have been difficult for him, and that was not really in dispute 
in any event. It also shielded observers from evidence that might have been traumatic to hear. 

 

 

10 For example, this was not a trial where the impacts of trauma on memory created any concerns with 
respect to the assessment of the credibility of the evidence. 
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[105] Counsel arranged to have trauma specialists available by phone during the trial. Those 
specialists were able to provide support to anyone experiencing trauma in English and in Farsi. 

[106] Throughout the trial, I reviewed with counsel where we were in the process, and what 
evidence was expected next. Apart from being a good trial management practice, doing so 
enabled me to ensure that the observers to the trial knew what to expect next, hopefully 
demystifying the process for them, and empowering them with information. 

[107] At the outset of trial, and at the conclusion, I addressed the family members and 
participants directly. I acknowledged their loss and their suffering. I reminded them that they 
were free to take breaks whenever they needed. I indicated they should not be embarrassed if 
they cried in the courtroom. I assured them that at no point during the trial process did I, court 
staff, or any of the lawyers and their staff, forget that underlying all the evidence about aviation 
security and safety procedures, was a tragedy that had caused all of them immeasurable grief, a 
fact that is obvious in the circumstances.  

[108] I am sure there is room for improvement in the process we employed, but I am equally 
sure that employing the process we did was infinitely better, and more human, than conducting 
the trial on a business-as-usual basis. The issues between the parties remained hotly contested 
and counsel were all able to advocate effectively for their clients. The trauma-informed 
guidelines counsel consented to, and I approved, did not, and were not intended to, alter the 
adversarial nature of the trial. Rather, they allowed the contested trial to unfold without causing 
unnecessary trauma to the trial participants and observers. 

[109] With the permission of the professional who prepared the appendices for the guidelines, I 
attach the guidelines and their appendices to these reasons, to make them available as a resource 
for others who seek to bring a trauma-informed perspective to their cases. 

Third Preliminary Issue: The Defendant’s Expert Edmond Soliday 

[110] UIA engaged Edmond Soliday as a proposed expert on the issues of airline safety and 
security. At the outset of Mr. Soliday’s evidence, the plaintiffs indicated that they would object 
to his qualification as an expert, but all parties agreed that the nature of the objections required 
me to hear his evidence and cross-examination in its entirety before argument was made on the 
issue. I agreed to proceed in that manner. 

[111] Mr. Soliday testified on November 28 and 29, 2023, and the argument with respect to his 
proposed qualification as an expert was heard on December 4, 2023. On December 8, 2023, I 
advised the parties that I had decided I would not qualify Mr. Soliday as an expert witness, and 
that my reasons for that conclusion would form part of my reasons on the merits. What follows 
are my reasons for declining to qualify Mr. Soliday. 

[112] I begin with the principles governing admissibility of expert evidence, about which the 
parties are in agreement. 

[113]   Determining whether to admit expert evidence involves a two-stage analysis. In the first 
stage, there are four threshold requirements that must be established (White Burgess Langille 
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Inman v. Abbott and Haliburton Co., 2015 SCC 23, [2015] 2 S.C.R. 182, at paras. 19 and 23, 
citing R. v. Mohan, 1994 CanLII 80 (SCC), [1994] 2 S.C.R. 9, at pp. 20-25; see also R. v. Abbey, 
2017 ONCA 640, 140 O.R. (3d) 40 (C.A.) at para. 48): 

a. Relevance, which at this stage means logical relevance; 

b. Necessity in assisting the trier of fact; 

c. Absence of an exclusionary rule; and 

d. A properly qualified expert, which includes the requirement that the expert be 
willing and able to fulfil the expert’s duty to the court to provide evidence that is 
impartial, independent and unbiased. 

[114] If the threshold requirements are met, the court moves on to the second stage of the 
analysis. There, the judge, as gatekeeper, determines whether the benefits of admitting the 
evidence outweigh its potential risks, considering factors such as legal relevance, necessity, 
reliability, and absence of bias. 

[115] In applying these principles, the court must remain cognizant of its gatekeeping role. As I 
stated in O’Brien v. Maxar Technologies Inc., 2022 ONSC 1572, at para. 34: 

In White Burgess, the Supreme Court of Canada, at paras. 16-19, noted that the 
jurisprudence has emphasized “the important role that judges should play as 
‘gatekeepers’ to screen out proposed evidence whose value does not justify the 
risk of confusion, time and expense that may result from its admission.” The 
Court reiterated the dangers of expert evidence, relying on its earlier decision 
in Mohan, including: (i) that the trier of fact will inappropriately defer to the 
expert’s opinion rather than carefully evaluate it; (ii) the potential prejudice 
created by the expert’s reliance on unproven material not subject to cross 
examination; and (iii) that it may lead to an inordinate expenditure of time and 
money. 

[116] In this case, given that all parties agreed I had to first hear Mr. Soliday’s evidence in its 
entirety, my gatekeeping function was not directed at saving time or money, but rather centered 
on the other risks of expert evidence, described above.  

[117] I begin by considering Mr. Soliday’s qualifications, described in his report, his 
curriculum vitae, and his oral evidence. 

[118] Mr. Soliday had a successful career in airline safety and security at United Airlines. He 
began in the industry at the age of 19. By the age of 21, he was employed as a flight engineer for 
United Airlines. He left United Airlines for a period of time to serve in the military, where he 
flew helicopters, and then eventually returned to United Airlines. By 1985, he was working as a 
flight manager at United Airlines, and about a year after that, he became the Senior Staff 
Executive to the Senior Vice President of Flight. According to Mr. Soliday, he interfaced with 
United Airlines’ safety department and its security department. In the last eleven years that Mr. 
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Soliday was at United Airlines, he was the Vice President of Safety, Quality Assurance and 
Security. 

[119] Mr. Soliday also sat on a number of aviation safety related advisory boards and 
commissions, and was the “Most Knowledgeable Witness” for United Airlines in the 
proceedings that followed the 9/11 attacks in the United States. 

[120] Mr. Soliday retired from United Airlines shortly after 9/11, but continued to consult for it 
in connection with the 9/11 proceedings. He began a new career when he was elected to the 
Indiana House of Representatives in 2006, where he continues to serve. Currently he is the Chair 
of the Utilities, Energy and Transportation Committee. 

[121] Mr. Soliday has done some aviation consulting since he ceased consulting for United 
Airlines in about 2004. He gave two examples in his evidence. He is consulting with respect to a 
case involving fuel dumping over Los Angeles, and in a case involving a shooting in the Fort 
Lauderdale airport. He has never consulted with respect to flying into a conflict zone, and has 
never used International Civil Aviation Organization (“ICAO”) document 10084 (“ICAO 
10084”), which the parties agree is a key document with respect to identifying the industry 
standard for security threat risk assessments for airlines flying over or near conflict zones.  

[122] Mr. Soliday’s experience is very impressive, but insofar as he has experience dealing 
with flights over or near conflict zones, from either a safety or a security perspective, the 
experience relates to his time as a full-time employee at United Airlines, over twenty years ago. 

[123] According to Mr. Soliday, ICAO document 10084 is simply a memorialization of the 
security process he used to undertake when he was employed by United Airlines, such that his 
experience is directly relevant to its use. He never explained how he was able to attest to that. I 
do not accept that evidence. ICAO 10084 was drafted in response to reports of the Dutch Safety 
Board (“DSB”) on the downing of Malaysia Airlines Flight MH17 (“MH17”) over Eastern 
Ukraine on July 17, 2014. The DSB sought to identify gaps in the industry’s approach to flying 
over or near conflict zones in its report into that tragedy. It is simply not possible that nothing 
changed following the downing of MH17 in terms of the industry standards. Moreover, Mr. 
Soliday stated that ICAO 10084 introduced new “mitigations” relevant to flying over or near 
conflict zones, while at the same time insisting it was simply a memorialization of how risk 
assessments were always conducted. But mitigations necessarily impact risk analysis. There is no 
explanation for the inconsistency in Mr. Soliday’s evidence. 

[124] Other aspects of Mr. Soliday’s evidence gave me concern. For example, it is widely 
known in the aviation industry that the United States’ Federal Aviation Administration (“FAA”) 
conveys information to aviators through Notices to Airmen (“NOTAMs”). There are NOTAMs 
at issue in this litigation. NOTAMs include a location indicator, to allow users to identify what 
airspace they refer to. Each state is responsible for issuing NOTAMs applicable to their own 
airspace.   

[125] In this case, the FAA issued NOTAMs which bore the identifier KICZ. That identifier 
refers to a conflict zone (“CZ”) with a ghost location, because a civil aviation authority like the 
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FAA has no jurisdiction to issue a NOTAM with respect to the airspace of other states. Mr 
Soliday did not know that the KICZ identifier referred to a conflict zone. Although no formal 
document was identified that specifically defined KICZ as an identifier for a conflict zone 
NOTAM, multiple witnesses testified that it is understood to be a conflict zone NOTAM 
identifier in their evidence. Moreover, ICAO 10084 defines certain acronyms including: (i) CZIB 
– conflict zone information bulletin; and (ii) CZIR – conflict zone information repository. If Mr. 
Soliday were current on aviation security, he would have known that a NOTAM with the 
identifier KICZ referes to a conflict zone. 

[126] Thus, while Mr. Soliday has had an impressive career in airline safety and security, his 
expertise is out of date. For that reason, Mr. Soliday does not pass the first threshold of the 
Mohan test. He is not a properly qualified expert. 

[127] The plaintiffs raised other concerns with Mr. Soliday’s evidence, including that he relied 
on facts that were not in the record anywhere and that UIA was not even attempting to establish. 
These include (by way of example only) that: (i) the security department of UIA had spoken with 
UIA’s Operational Control Centre (“OCC”) to determine if OCC had received threat information 
before PS752 took off on January 8, 2020; and (ii) OCC was monitoring events in the Tehran 
airspace in the hours before PS752 took off. The plaintiffs question the relevance and necessity 
of a report that relies on facts that would be key if true, but which no party asserts, and which are 
inconsistent with the only evidence in the record on those points. 

[128] The plaintiffs also raised concerns about Mr. Soliday’s mischaracterization of the 
plaintiffs’ experts’ evidence. I agree that Mr. Soliday, in his written report and oral testimony, 
mischaracterized the evidence of Mr. Gillespie and Mr. Edwards, in effect setting up a straw man 
to take down. The plaintiffs argue that this is improper advocacy, and question how an expert’s 
evidence can be helpful if it deliberately obfuscates the questions in issue and causes confusion. 

[129] I note too that Mr. Soliday did not make concessions that should have been made, failed 
to acknowledge errors in his report when they were pointed out to him, and indicated in his 
evidence that he had placed only certain tweets before me when others were clearly relevant, but 
omitted. Generally, the information he omitted was less favourable to UIA’s position. The 
plaintiffs argue that this demonstrates improper advocacy. 

[130] On their own, if Mr. Soliday were a properly qualified expert, I would not have 
considered any of these individual factors to require a conclusion that Mr. Soliday’s evidence 
would not have passed the first stage of the Mohan test. However, even if Mr. Soliday were a 
properly qualified expert, the collective effect of these other concerns would have led me to 
conclude that the benefits of admitting Mr. Soliday’s evidence would not have been outweighed 
by the risks of its admission. 

[131] Finally, if I am wrong to have excluded Mr. Soliday’s evidence on both the first and the 
second branch of the Mohan test such that it should have been admitted, the factors I reference 
above would have led me to assign his evidence no weight. 
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Fourth Preliminary Issue: Admission of the Other Expert Evidence 

[132] Almost all the witnesses in this trial were offered as experts in their respective fields. I 
qualified all the other proposed experts, apart from Mr. Soliday. No objections were raised with 
respect to their qualifications or otherwise to the admission of their evidence. 

[133] I do not propose to write reasons setting out the White Burgess analysis for each expert. 
These reasons are long enough; it is neither necessary nor efficient to memorialize uncontested 
qualification determinations for many expert witnesses. I was satisfied that each proposed expert 
was an appropriately qualified expert in the field in which they were proffered. Each offered 
evidence that was necessary and relevant. As I refer to the evidence of each expert in these 
reasons, I note the scope of the expertise for which I qualified them to testify, and a brief 
description of their qualifications.  

[134] The sole exception to this is Alec Moffat, who inadvertently was not formally qualified at 
trial, but whose qualifications I address, and accept, when I reach the analysis of his evidence. 

Framework of the Montreal Convention 

[135] As I have noted, the parties agree that the vast majority of the actions commenced in 
Ontario against UIA relate to claims governed exclusively by the Montreal Convention, which 
was incorporated into law in Canada through the enactment of the Carriage by Air Act, R.S.C. 
1985, c. C-26. At this point, I set out the relevant framework from the Montreal Convention, as it 
is within this framework that the issues in this action must be determined. 

[136] Article 29 of the Montreal Convention, incorporated in the Carriage by Air Act, Schedule 
VI, provides for the exclusivity of the Montreal Convention with respect to those claims that fall 
within its scope. Actions for damages in relation to matters falling within the scope of the 
Montreal Convention may only be pursued if they are the types of actions specifically permitted 
under the provisions of the Montreal Convention: Thibodeau v. Air Canada, 2014 SCC 67, 
[2014] 3 S.C.R. 340, at para. 57. 

[137] In Thibodeau, the Supreme Court of Canada held that the Montreal Convention has three 
main purposes: (i) to create uniform rules governing claims arising from international air 
transportation, (ii) to protect the international air carriage industry by limiting carrier liability; 
and (iii) to balance that protective goal with the interests of passengers and others seeking 
recovery: at para. 41. 

[138] Article 17(1) of the Montreal Convention permits a cause of action for damages for 
bodily injury or death of a passenger arising from international carriage by air: 

The carrier is liable for damage sustained in the case of death or bodily injury of a 
passenger upon condition only that the accident which caused the death or injury 
took place on board the aircraft or in the course of any of the operations of 
embarking or disembarking. 
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[139] Because UIA has admitted that the shooting down of PS752 is an accident within the 
meaning of article 17 of the Montreal Convention, it is strictly liable for unlimited damages 
relating to the death of the passengers. 

[140] However, Article 21 of the Montreal Convention provides that the liability of UIA is 
limited to “128,821 Special Drawing Rights”11, if UIA proves that: 

a. such damage was not due to the negligence or other wrongful act or omission of 
the carrier or its servants or agents; or 

b. such damage was solely due to the negligence or other wrongful act or omission 
of a third party. 

[141] When applying Article 21 of the Montreal Convention, courts apply local concepts of 
negligence: Lee v. Air Canada, 228 F. Supp. 3d 302 (S.D.N.Y. 2017). 

[142] To the extent that Article 21 refers to negligence, that is a concept well-known in 
Canadian law. There is no definition in the Montreal Convention of “other wrongful act or 
omission”. Black’s Law Dictionary (11th ed., 2019) defines “wrongful” as “contrary to law”.  

[143] In JR v. Austrian Airlines AG, Case C-589/20 at paras. 71-73, the Regional Court in 
Korneuberg, Austria found that the ordinary meaning of “wrongful” is usually a broad synonym 
of unfair, illegal, harmful or blameworthy, while ‘negligence’ refers to the failure to give the 
required care and attention to someone or something for whom or which one is responsible. 

[144] UIA argues that “wrongful act or omission” contemplates intentional harm and torts other 
than negligence, none of which is alleged in this case. As a result, UIA focuses its submissions 
on negligence. The plaintiffs also focus on negligence in their submissions. No one contends that 
any other “wrongful act or omission” is at issue in this case. As a result, I confine my analysis to 
concepts of negligence. 

[145] There is no disagreement about the elements of negligence. The Supreme Court of 
Canada reiterated the elements of negligence in Mustapha v. Culligan of Canada Ltd., 2008 SCC 
27, [2008] 2 S.C.R. 114, at para. 3. Negligence requires: (i) a duty of care; (ii) the defendant’s 
behaviour breached the standard of care; (iii) the plaintiffs suffered damage; and (iv) the damage 
was caused, in fact and in law, by the defendant’s breach. 

 

 

11 A “Special Drawing Right” is an artificial currency, the value of which is based on a basket of 
currencies, including the U.S. dollar, the British pound and the Japanese yen. I was advised at trial that 
128,821 Special Drawing Rights is roughly equivalent to $230,000 CAD. 
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[146] As I have noted, Article 21 creates a reverse onus on UIA to establish that it was not 
negligent. The Alberta Court of Appeal addressed the nature of the burden created by a reverse 
onus provision in Bradford v. Snyder, 2016 ABCA 94, 37 Alta. L.R. (6th) 102, finding, at para. 
21, that if the evidence shows that the party who bears the reverse onus is at fault, or if the 
evidence is too meagre or too evenly balanced for a court to determine the issue, the presumption 
will not be rebutted. 

[147] Where a third party’s negligence contributes to a passenger’s injury, principles of 
apportionment are inapplicable. It is only when the injury is solely due to the negligence of the 
third party that the Montreal Convention limits an airline’s liability. Thus, if UIA is even 1% 
responsible in negligence for the passengers’ death, its liability under the Montreal Convention is 
unlimited: Nelson v. Lorenzo, 2021 WL 930163 (J.D. Hartford 2021), at p. 4. 

[148] For purposes of this trial, UIA admits that it owed the passengers and crew aboard PS752 
a duty of care. UIA also admits that the passengers and crew aboard PS752 suffered damage. 

[149] The questions are thus whether UIA breached the standard of care, and if so, whether the 
passengers’ damages were caused, in law and in fact, by UIA’s breach. 

Did UIA breach the standard of care? 

Legal Framework 

[150] The standard of care in negligence is that of the reasonable person in similar 
circumstances. Where the defendant has special skills and experience, the defendant must “live 
up to the standards possessed by persons of reasonable skill and experience in that calling”: Hill 
v. Hamilton-Wentworth Regional Police Services Board, 2007 SCC 41, [2007] 3 S.C.R. 129, at 
para. 69; see also para. 73. 

[151] “The standard is not perfection, or even the optimum, judged from the vantage of 
hindsight. … The law of negligence does not require perfection of professionals; nor does it 
guarantee desired results”: Hill, at para. 73. 

[152] In Ryan v. Victoria (City), [1999] 1 S.C.R. 201, at para. 28, the Supreme Court of Canada 
described the standard of care as follows: 

Conduct is negligent if it creates an objectively unreasonable risk of harm.  To 
avoid liability, a person must exercise the standard of care that would be expected 
of an ordinary, reasonable and prudent person in the same circumstances.  The 
measure of what is reasonable depends on the facts of each case, including the 
likelihood of a known or foreseeable harm, the gravity of that harm, and the 
burden or cost which would be incurred to prevent the injury.  In addition, one 
may look to external indicators of reasonable conduct, such as custom, industry 
practice, and statutory or regulatory standards. 

[153] The question is thus whether UIA and its personnel met the standard required of a 
reasonable airline and its personnel in similar circumstances as those underlying this action. 
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[154] At para. 29 of Ryan, the Court described the relationship between legislative standards 
and the standard of care as follows: 

Legislative standards are relevant to the common law standard of care, but the two 
are not necessarily co-extensive.  The fact that a statute prescribes or prohibits 
certain activities may constitute evidence of reasonable conduct in a given 
situation, but it does not extinguish the underlying obligation of 
reasonableness.  … Thus, a statutory breach does not automatically give rise to 
civil liability; it is merely some evidence of negligence.  … By the same token, 
mere compliance with a statute does not, in and of itself, preclude a finding of 
civil liability. …  Statutory standards can, however, be highly relevant to the 
assessment of reasonable conduct in a particular case, and in fact may render 
reasonable an act or omission which would otherwise appear to be 
negligent.  This allows courts to consider the legislative framework in which 
people and companies must operate, while at the same time recognizing that one 
cannot avoid the underlying obligation of reasonable care simply by discharging 
statutory duties. [Citations omitted.] 

[155] The Court went on, at para. 40 of its decision in Ryan, to find that, where a statute strictly 
defines the manner of performance and precautions to be taken, it is more likely that compliance 
with the statute constitutes reasonable care without additional measures being necessary. On the 
other hand, where a statute is general or provides for discretion as to the manner of performance, 
or where unusual circumstances exist that are not clearly within the scope of the statute, mere 
compliance is unlikely to exhaust the standard of care.  

[156] External indicators of reasonable conduct relevant to determining the content of the 
standard of care also include custom, industry practice, professional standards, and regulatory 
standards in addition to statutory standards: Hill, at para. 70, Krawchuk v. Scherbak, 2011 
ONCA 352, 106 O.R. (3d) 598, at para. 125; R. v. Saskatchewan Wheat Pool, [1983] 1 S.C.R. 
205, at pp. 227-228. 

[157] Parties have been found to be negligent even when acting in compliance with statutory 
standards, or other external indicators of reasonable conduct, such as industry practice: see, for 
example, Zsoldos v. Canadian Pacific Railway, 2009 ONCA 55, at paras. 30, 42-44; Murphy v. 
Atlantic Speedy Propane (1979), 103 D.L.R. (3d) 545 (N.S.S.C.). 

[158] Having identified the relevant legal principles, I turn to a discussion of the framework of 
the aviation industry, and the relevant practices, statutes, and professional standards to assist in 
determining the content of the standard of care. 

Industry Framework 

[159] At an international level, civil aviation is regulated as between states that are party to the 
Chicago Convention.  
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[160] The Chicago Convention contemplates the creation of ICAO and identifies its role: to 
organize and support the international cooperation that a global civil aviation industry requires, 
including by adopting and amending international standards and recommended practices and 
procedures dealing with international civil aviation. 

[161] ICAO was thus founded as a result of the Chicago Convention. Among other things, 
ICAO promulgates international standards and recommended practices, policies and guidelines 
which apply directly to states that are party to the Chicago Convention. 

[162] States party to the Chicago Convention may implement ICAO standards nationally 
through law, nationally approved standards, recommended practices, policies, and guidelines. 
Airlines subject to a particular state’s authority may be required to obtain approval for their 
manuals, practices, policies, guidelines and procedures from the regulator in that state. It is 
undisputed that an airline is bound to follow the standards required of it by its governing state. 

[163] Thus, one important purpose of ICAO standards is that they filter down into a state’s 
regulations, and into the manuals, documentation, processes and procedures of the airlines 
regulated by that state. However, all parties agree that if a particular state that is a party to the 
Chicago Convention does not implement certain ICAO standards nationally, an airline in that 
state may still look to ICAO publications and elsewhere for guidance on industry practices. 

[164] In addition, airlines may be members of the International Air Transport Association 
(“IATA”) which administers a safety audit program known as the IATA Operational Safety 
Audit (“IOSA”). As explained by Jonathan Gillespie,12 whom I qualified at trial as an expert in 
aviation safety management systems and the conduct of aviation safety risk assessments, IOSA is 
a safety audit process that was established by IATA to facilitate code-sharing between airlines. 
The IOSA process is based on IOSA standards, which themselves are based upon ICAO 
standards. Before airlines had access to the IOSA process, the regulator in each state would 
require an airline under its authority to audit its codeshare partners, which was an expensive and 
drawn-out process. IOSA processes offer a standardized method by which each state regulator is 
reassured that an IOSA-certified airline adheres to industry standards and can be accepted as a 

 

 

12 Mr. Gillespie has been a pilot since 1980. Between 1993 and 1996, he was the Flight Safety Officer (a 
title later changed to Flight Safety Manager) with Emirates. In that role, he participated in the 
development of one of the first airline safety management systems before such systems were mandated by 
ICAO. Between 1996 and 2005, he was an Air Safety Investigation Manager for Emirates, providing 
expert safety investigation and risk analysis services within the Flight Safety Department. Between 2005 
and 2010, Mr. Gillespie took on the role of VP-Flight Safety for Emirates, accountable directly to the 
CEO and the regulatory authority for independent safety and quality oversight of all flight and ground 
operational activity. He managed the team responsible for the air safety reporting program, accident and 
incident investigation, flight data management, operational hazard identification, risk assessment and 
management, and liaised with industry bodies, regulators and others. Since 2010, Mr. Gillespie has 
worked as an aviation safety and risk management specialist consulting with industry worldwide, and has 
acted as an expert witness in the field of flight operations and safety.  
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codeshare partner of the airlines under that regulator’s jurisdiction, without the need for costly 
individual audits. 

[165] UIA had been through the IOSA process successfully. At the time of the downing of 
PS752, UIA held an IOSA certificate that was valid until June 17, 2021. 

[166] States party to the Chicago Convention are also subject to civil aviation safety audits 
which measure their compliance with ICAO guidelines. ICAO runs a Universal Safety Oversight 
Audit Program through which it audits states. In 2018, Iran was audited and found to be above 
the global average in most categories of civil aviation safety (legislation, organization, licensing, 
accident investigation, air navigation services and aerodromes). It was below the global average 
in operations (where it scored 60% in effective implementation of guidelines) and airworthiness 
(where it scored close to 80% in effective implementation of guidelines). 

[167] ICAO is also involved in certifying training programs. For example, Mr. Martynenko was 
certified by the State Aviation Administration of Ukraine (the “SAAU”), Ukraine’s civil aviation 
regulatory authority, to perform aviation security threat risk assessments after he completed a 
training course approved by ICAO at the “ICAO Aviation Security Training Centre of the State 
Enterprise ‘Boryspil International Airport.’” Thus, although Mr. Martynenko was certified to 
conduct security threat risk assessments by the SAAU, the training program he undertook was 
certified by ICAO. 

[168] This framework reveals that there are various sources to which one may look to 
determine the legal and industry standards that inform the standard of care, including ICAO 
documents, IOSA documents, the laws of Ukraine, the regulations of the SAAU, and the 
policies, procedures, guidelines and manuals of UIA. 

Relevant Guidelines, Standards, Procedures and Policies 

[169] There was substantial evidence led about the different industry documents which could 
have guided or did guide UIA’s actions with respect to PS752. Many of the documents are 
repetitive of newer or more authoritative sources.  

[170] The documents disclose a shared responsibility for civil aviation safety and security 
between, among others, states party to the Chicago Convention and airlines. 

[171] I describe below what I view to be the most important aspects of the most relevant 
documents that were placed in evidence. In doing so, I draw, not just from the documents 
themselves, but from the evidence given by Mr. Gillespie with respect to airline safety, and by 
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John Edwards13, whom I qualified as an expert on aviation security threats and risk assessments, 
with respect to matters within his scope of expertise. 

Some High-level Obligations of States, Regulators, and Airlines 

[172] The Chicago Convention, article 1, recognizes that every state has “complete and 
exclusive sovereignty over the airspace above its territory.” Any scheduled international air 
service that seeks to operate over or into the territory of a contracting state requires that state’s 
permission. States are entitled to restrict or prohibit aircraft from flying over certain areas of its 
territory for reasons of military necessity or public safety. In exceptional circumstances or during 
a period of emergency, or in the interest of public safety, a state may temporarily restrict or 
prohibit flying over the whole or any part of its territory: articles 6, 9(a) and (b) of the Chicago 
Convention. 

[173] Any state party to the Chicago Convention that finds it impracticable to comply in all 
respects with ICAO’s standards, or which deems it necessary to adopt regulations or practices 
that differ from those established by ICAO, “shall give immediate notification” to ICAO of the 
differences: article 38. 

[174] ICAO document “Annex 17 to the Convention on International Civil Aviation: Security, 
Safeguarding International Civil Aviation Against Acts of Unlawful Interference” (“Annex 17”) 
sets out standards and recommended practices to be applied by contracting states with respect to 
acts of unlawful interference, which, by the terms of Annex 17, include destruction of an aircraft 
in service. Section 2.1 of Annex 17 sets out its objectives, which have as their thrust the 
obligation of each state to safeguard against unlawful interference with civil aviation to protect 
the safety of passengers, crew, ground personnel and the general public (see also ICAO 8973, 
Aviation Security Manual, at para. 2.1.1). In furtherance of this objective, each state is 
responsible for establishing an organization and developing and implementing regulations, 
practices and procedures to safeguard civil aviation. In Ukraine, this is the SAAU. 

 

 

13 Mr. Edwards has 40 years of aviation experience. He currently holds positions including: (i) with 
McLarens Aviation Ltd., an aviation survey and loss adjusting services provider, in the course of which 
he undertakes security and safety risk reviews of different aspects of the civil aviation industry; (ii) 
aviation consultant for a global securities provider, conducting due diligence of scheduled and charter 
flight service providers when operating within or into countries or airports at high to extreme security 
risk; (iii) aviation consultant providing services for aviation security and safety compliance and 
performance, risk management, crisis management and emergency planning. His past positions include 
Assistant Director, Security Policy for IATA, Event Organizer and Lead for the 2013 AVSEC World 
Conference, and Head of Cargo Security & Quality Assurance, Corporate Security at British Airways. In 
his years of experience, he developed the first IATA (and industry) Assistance & Capacity Building 
Program aimed at working alongside regulators and airports to assist states in need of support, and 
managed the drafting of the Aviation Security Annex, working with government stakeholders. He has also 
worked in diverse cross-border environments and has participated in consultations aimed at amending or 
developing aviation security legislation.  
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[175] Annex 17 requires each contracting state to keep “under constant review the level and 
nature of threat to civil aviation within its territory and airspace above it, and establish and 
implement policies and procedures to adjust relevant elements of its national civil aviation 
security program accordingly” based upon a security risk assessment carried out by the relevant 
national authorities: see s. 3.1.3. 

[176] Also relevant is ICAO Doc. 9554-AN/932, entitled “Manual Concerning Safety Measures 
Relating to Military Activities Potentially Hazardous to Civil Aircraft Operations”. The purpose 
of this guidance, set out in s. 1.1, is to assist states “in providing for the safe and orderly flow of 
international air traffic in the event that military activities, which constitute potential hazards to 
civil aircraft, are planned and conducted”. It requires that the common use of airspace by civil 
and military aviation shall be arranged to ensure the safety, regularity, and efficiency of 
international civil air traffic. This requires cooperation, including with air traffic services 
authorities. Air traffic services authorities are directed to provide appropriate military units with 
flight plan and other data concerning flights of civil aircraft: see, for example, paras. 2 
(background), 3.1, and 3.2.1.  

[177] Paragraph 4.1 of ICAO Doc 9554-AN/932 notes that a NOTAM “shall be originated and 
issued by States regarding the presence of hazards which affect air navigation” in their territory. 
It also underscores the need for coordination between military and air traffic services to ensure 
the safety of civil aviation, and notes that the need for close coordination is even more critical 
where there is armed conflict or the potential for armed conflict: paragraph 10.1. 

[178] Annex 15 to the Convention on International Civil Aviation, Aeronautical Information 
Services, para. 6.3.2.3 requires that a NOTAM be issued when there is the “presence of hazards 
which affect air navigations”, including military exercises. 

[179] ICAO Annex 19, 2d edition, July 2016 establishes a requirement that state regulators 
ensure service providers, such as international airlines, have a safety management system 
(“SMS”) in place to manage safety risks: para. 3.3.2. Annex 19 defines a safety risk to be “the 
predicted probability and severity of the consequences or outcomes of a hazard”. An SMS 
includes provisions relating to the identification of hazards (based on a combination of reactive 
and proactive measures), the assessment of safety risks, and mitigation measures: see Appendix 
2 to Annex 19. 

[180] Annex 19 also notes that guidance on the implementation of the framework of an SMS is 
contained in ICAO document 9859, entitled “Safety Management Manual”, about which I say 
more below.  

[181] States party to the Chicago Convention agree to ensure that the civil aviation operators 
within their jurisdiction adhere to standards, policies, procedures and guidance with respect to 
both aviation security and aviation safety. 

[182] This expectation was codified into Ukrainian law. The Air Code of Ukraine (the “Code”), 
October 20, 2019, acknowledges, in article 4, that Ukraine is responsible for the fulfillment of 
international obligations as a member of ICAO. In article 85, the Code places the responsibility 
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for the development and implementation of a program of civil aviation safety and security on the 
SAAU. The SAAU’s obligation to assess risks and levels of threat to civil aviation security is 
formalized in the Code. Article 87 provides that the SAAU constantly assesses risks and the level 
of threat to the safety of civil aviation. 

[183] Article 86(2) of the Code requires subjects of aviation activity to develop and update, on 
the basis of the state program of civil aviation security, their aviation security programs and take 
measures to protect civil aviation from acts of illegal interference, but it does not specify how the 
development and updating of an aviation security program ought to be done.  

[184] It is uncontroverted that UIA was subject to the law of Ukraine. UIA’s aviation security 
program and aviation safety program were reviewed and approved by the SAAU, as required by 
Ukrainian law. 

[185] From this review, I note that Ukraine was responsible, through the SAAU, to ensure 
UIA’s security and safety programs were effective. Ukraine and SAAU were also responsible for 
conducting their own assessments of risks to civil aviation, in particular within Ukrainian 
airspace. Iran was responsible for ensuring adequate communication between its military and 
civil aviation authorities, and for releasing a NOTAM and/or closing some or all of its airspace 
when there were risks to civil aviation in the airspace that justified doing so. 

[186] At this time, I delve deeper into the industry standards, policies, practices and guidelines 
related to aviation security. Thereafter, I turn to the question of airline safety. There is some 
overlap in the sections below on security and safety, just as there is overlap in the concepts and 
their application to civil aviation. 

Aviation Security 

[187] ICAO Doc. 8973 provides guidance with respect to aviation security. I note the following 
from the document: 

a. Sensitive aviation security information should be limited to those who have a 
need-to-know (para. 2.3.6(a)); 

b. States should ensure that the aircraft commander (the pilot-in-command) is 
authorized to protect the safety of the aircraft and the persons and property on 
board (para. 3.6(a)); 

c. Formal and informal lines of communication between the aviation security 
officials of states assist in the rapid exchange of information, including any 
increase in the threat level (para. 4.4.1.1); 

d. A state should make its own assessment of the risk applying to its territory and 
assets and establish risk mitigation measures (para. 9.1.1.5); 

e. To establish or improve security culture in organizations, measures should be 
developed to enhance such norms, beliefs, values, attitudes, and assumptions. 
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Those enhancements should aim at furthering principles including: (i) allowing 
the necessary time and making the necessary efforts to comply with security 
measures, even when under pressure; (ii) challenging other personnel in case of 
irregularities and accepting being challenged; and (iii) fostering critical thinking 
regarding security and interest in identifying potential security vulnerabilities, 
deviation from applicable procedures, and solutions (para. 9.2.1.2 (c), (e) and (g)); 

f. Security Management Systems (“SeMS”) are designed to be integrated with, or 
connected to, other structured managements systems such as an SMS or a quality 
management system (para. 9.3.1); 

g. States should carry out periodic threat and risks assessments at a national level, 
taking into account international, national and regional situations and 
environments, from which mitigating measures are developed (para. 9.3.4.1); 

h. Entities implementing SeMS should develop and carry out a local threat 
identification process supplementing national threat and risk assessments in 
coordination with other local parties involved (para. 9.3.4.2); and 

i. Changes in the threat environment may require the urgent application of 
additional security measures or, when no other alternatives exist at that point in 
time, the suspension of operations (para. 9.3.4.5). 

[188] There was some discussion in evidence about ICAO document 10108, entitled “Aviation 
Security, Global Risk Context Statement”. ICAO 10108 focuses on the threat of terrorism and 
offers a methodology and a framework for states to conduct risk assessments at the national 
level. It describes itself as being primarily aimed at “decision makers, practitioners and other 
relevant stakeholders within Member States who are responsible for conducting aviation security 
risk assessments”: see paragraphs 1.1, 1.2, 1.5. 

[189] ICAO 10108 sets out a risk assessment method and process map, along with information 
about how to assess vulnerabilities, and the importance of assembling information to assist in 
evaluating the threat. Among other things, it discusses the risk to civil aviation posed by SAMs, 
noting that they are are predominantly under the control of state actors with effective command 
and control systems in place, and can only be operated as designed by fully trained personnel. 
However, it also notes that some SAMs have likely passed into the hands of non-state actors. The 
ICAO Aviation Security Panel Working Group on Threat and Risk (“WGTR”), which prepared 
ICAO 10108, concluded that the risk to civil aviation from a deliberate SAM attack was low. 
The WGTR also concluded that the only effective mitigation against a SAM attack is to avoid 
airspace within range of the SAM. The WGTR noted that a SAM attack on civil aircraft could 
occur because of lack of appropriate command and control leading to misidentification or 
mistargeting, examples of which exist, albeit rare. Among the risk factors associated with 
misidentification was routing over locations or assets of high strategic importance.  

[190] I turn now to ICAO 10084, which is, in my view, the most important document in the 
context of the security threat risk assessment that UIA had to undertake on January 8, 2020. 
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[191] ICAO 10084, entitled Risk Assessment Manual for Civil Aircraft Operations Over or 
Near Conflict Zones, is ICAO’s memorialized standards, practices, procedures and guidance for 
flights over or near conflict zones. Although geared to flights at altitude, it is the guidance that 
most closely addresses the situation UIA was faced with assessing on January 8, 2020. 

[192] Before I turn to the document itself, I note that it arose from the reports delivered by the 
DSB after the downing of MH17 over Eastern Ukraine in 2014. MH17 originated in Amsterdam 
and was en route to Kuala Lumpur when it was shot down by a SAM. 

[193] The DSB issued three reports into the crash of MH17, dated October 2015, February 28, 
2019, and 2021. The first of these pre-dated the crash of PS752. In that report, the DSB was 
critical of traditional security threat risk assessment methods which focused on attempting to 
define the probability of a SAM threat to civil aviation as opposed to addressing in a qualitative 
manner the risk-increasing and uncertain factors that need to be included as part of a threat 
analysis. 

[194] The DSB’s lengthy reports made recommendations to improve the safety of international 
civil aviation flying over or near conflict zones. The first DSB report was the genesis of ICAO 
10084, the second edition of which was published in 2018. 

[195] I do not intend to delve into the content of the DSB reports in detail, although I refer to 
them in my analysis below as needed. At this stage, it suffices to note that the recommendations 
in the first DSB report were adopted in significant measure into ICAO 10084. 

[196] As a preliminary matter, I note that UIA disagrees that Tehran FIR was a conflict zone on 
January 8, 2020, and as a result, seemed at first to be calling into question the relevance of ICAO 
10084. In a sense this disagreement over whether Tehran FIR was a conflict zone is immaterial, 
because UIA also acknowledges that ICAO 10084 was a relevant document for it to consider 
when conducting its security assessment of PS752 on January 8, 2020, and moreover, its 
evidence is that it did consider ICAO 10084. In his evidence, Mr. Martynenko deposed that, at 
all material times, AVSEC was guided by the standards, recommended practices, procedures and 
guidance provided by ICAO, including ICAO 10084. 

[197] In any event, I find no traction in UIA’s argument that Tehran FIR was not a conflict 
zone, which seems to hinge on the notion that a conflict zone must be officially declared in order 
to exist. First, waiting for a bureaucratic operation to formally declare an airspace to be a conflict 
zone before conducting risk assessments or implementing mitigating measures would run 
counter to the overall goal of protecting the safety of international civil aviation.  

[198] Second, ICAO 10084 defines “conflict zones” as:  

[a]irspace over areas where armed conflict is occurring or is likely to occur 
between militarized parties, and is also taken to include airspace over areas where 
such parties are in a heightened state of military alert or tension, which might 
endanger civil aircraft. 
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[199] In the hours before PS752 took off, Iran launched ballistic missiles through its airspace 
over a period of hours towards American troops in Iraq, after the then-President of the United 
States had threatened to retaliate “FAST AND HARD” against Iran for any attack responding to 
the killing of General Soleimani. UIA’s own expert, Dr. Bronk, gave evidence that, prior to the 
take-off of PS752, Iran would have been in a heightened state of military alert or tension, as it 
would have been anticipating retaliatory strikes from the United States. On the morning of 
January 8, 2020, Tehran FIR was a textbook example of a conflict zone. 

[200] Moreover, I note that the Canadian Report, The Downing of Ukraine International 
Airlines Flight 752: Factual Analysis, records that Canada’s Forensic Team determined that the 
conditions in Iran on January 8, 2020 were consistent with a conflict zone as defined by ICAO 
guidance. The parties agreed that the Canadian Reports into the downing of PS752 may be 
admitted as proof of the truth of their contents. 

[201] A second preliminary issue arose at trial with respect to the applicability of ICAO 10084, 
that is, whether UIA was obligated under Ukrainian law to apply ICAO 10084. The plaintiffs 
rely on an Operational Directive issued by the SAAU which was drafted in Ukrainian and 
translated into English in the original. The English portion of the directive includes the following 
(errors in original): 

With the aim of updating threats assessment process, which is implemented in 
accordance with the Ministry of transport order #390 (confidential) dated 
11.05.2007, and introduction of measures to decrease the risks level during flights 
planning over/near conflict zones, I propose to conduct the mentioned assessment 
and introduce measures aimed at decreasing the risk level using the information 
published at the ICAO site … as well as methodology and information resources 
indicated in ICAO working paper HLSC/15-WP/10. 

[202] The ICAO working paper referred to in the directive is the predecessor to ICAO 10084, 
and is consistent with ICAO 10084 and the DSB reports (the first of which had been released at 
the time the working paper came into existence). 

[203] As with the question of whether Tehran FIR was a conflict zone, the question of whether 
the effect of the directive was to make UIA obliged by Ukrainian law to consider ICAO 10084 
when conducting its assessment of whether PS752 should be permitted to take off from IKA is 
not relevant. UIA’s evidence is that it took ICAO 10084 into consideration. UIA’s position is 
that ICAO 10084 was a relevant guide that it considered. The question, which I address below, is 
not whether it had to consider it; it is whether it did so in a manner that complied with its 
obligations. 

[204] I now turn to the content of ICAO 10084, which entails a lengthy review of the document 
given its importance to the analysis. 

[205] The purpose of ICAO 10084 is described in paragraph 1.1.1 as follows: 
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This manual contains advice to States, aircraft operators, (civil and military) air 
navigation service provides (ANSPs), and other entities deemed appropriate on 
the subject of risk assessment for civil aircraft operations over or near conflict 
zones. It contains consolidated guidance to support implementation of relevant 
ICAO Standards and Recommended Practices (SARPs), ICAO guidance material 
and industry best practices. It covers the risk from both deliberate acts and 
unintentional hazards to civil aircraft operations over or near conflict zones. 

[206] Thus, while it is clear that states party to the Chicago Convention are responsible for 
implementing ICAO guidance nationally, it is also clear that ICAO 10084 is a tool to guide civil 
aircraft operators, like UIA, who have to perform security threat risk assessments due to flying 
over or near conflict zones. 

[207] ICAO 10084 focuses primarily on the risk posed by SAMs, “as these are currently 
considered to pose the most significant risk to civil aircraft operating over or near conflict 
zones”: para. 1.1.2. 

[208] ICAO 10084 acknowledges that the decision as to whether a civil aircraft will be flown 
through airspace that could otherwise be considered unsafe relies on various parties involved, 
including the state that manages the airspace (here, Iran), aircraft operators (here, UIA), ANSPs, 
the state of the operator (here, Ukraine), ICAO, regional civil aviation authorities and other 
stakeholders: para. 1.2.4. 

[209] With respect to risks to civil aircraft from operations over or near conflict zones, ICAO 
10084 notes the high risk to civil aircraft from SAMs if targeted. Aircraft are an easy and 
vulnerable target due to their size, and are generally neither equipped nor tasked to consider 
tactically responding to being fired upon: para. 2.1.1. 

[210] ICAO 10084 notes that SAM attacks on civil aviation are extremely rare, referring to 
three documented occurrences, the most recent of which (prior to PS752) was the downing of 
MH17.  In two of these cases, the targeting was likely unintentional, while the third occurred 
during a military training exercise. There were no documented cases of an intentional SAM 
attack on a civilian aircraft: para. 2.2.  

[211] Thus, there is a higher risk to civil aviation as an unintended target when flying over or 
near conflict zones based on misidentification. However, ICAO 10084 also notes that there are 
well-established mitigations in place, such as airspace management, surveillance, navigation and 
communication systems, which should enable civilian aircraft flying through controlled airspace 
to be readily identified. Generally, the risk of unintentional shoot-down by a SAM is low, but it 
“may vary significantly over time, and from place to place, as a result of events, and higher 
levels of risk are particularly associated with overflying areas of armed conflict”: paras. 2.4.1, 
and 2.4.2. 

[212] Appendix A of ICAO 10084 presents the risk factors most likely to be associated with an 
elevated level of risk of an intentional SAM attack on a civilian aircraft. Of note: 
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a. The availability of SAMs is widespread and growing, and many are highly 
mobile. Information about the military deployment of SAMs will not be available 
in many cases. Thus, the local presence of SAMs is only likely to be a useful 
factor in assessing risk if their presence in an area can be ruled out with high 
confidence. 

b. The existence of armed conflict, including the threat of conflict where the parties 
are on a high state of military alert or heightened tension, in an area over which a 
flight is operating is a significant risk factor. 

c. When flying over or near conflict zones, the most important risk factors are: 

i. Use of military aircraft in a combat role or for hostile reconnaissance by at 
least one party in the conflict, including unmanned aircraft; 

ii. Use of aircraft to transport ground troops or military equipment by at least 
one party; 

iii. Poorly trained or inexperienced personnel operating SAMs, and the 
absence of robust command and control procedures for authorizing launch, 
which is likely to increase the risk of misidentification of civil aircraft; 

iv. Lack of effective air traffic management over the relevant airspace; 

v. Routing passes over or close to locations or assets of high strategic 
importance that may be considered vulnerable to aerial attack in a conflict 
situation. 

[213] Appendix A also identifies information that aircraft operators or states wishing to conduct 
a risk assessment may wish to understand: 

a. The types of military equipment available to the parties and the likelihood that 
they may have access to SAMs; 

b. The broader military capabilities of parties; 

c. The nature of the conflict, and whether one side was reported to be using, or 
considered likely to use, air power against the other; 

d. Indications or notifications of the loss of effective control over the relevant 
airspace by the state or organization responsible for providing air navigation 
services; and 

e. Specific areas or locations that may be of particular strategic importance or 
sensitivity in the context of the conflict, such as key infrastructure or sites of 
military importance, and which might be considered as likely targets for air 
attack. 
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[214] Appendix A advises that “those who do not have reliable access to this sort of 
information may wish to consider subscribing to services provided by organizations that 
specialize in providing information and analysis about conflict and security issues.” When I turn 
to the application of the facts to the standard of care, I will address one such organization, 
Osprey Flight Solutions. One of Osprey’s founders testified at trial about Osprey’s information-
gathering processes and its conclusions, publicly released in the hours before the shootdown of 
PS752, that the risk to civil aviation was “EXTREME” for all Iranian airspace at all altitudes. 
Osprey’s assessment culminated in a general advisory against all flight in or over Iran at all 
altitudes at 00:47 UTC on January 8, 2020, subject to an operation specific risk assessment. 

[215] With respect to information gathering, para. 4.3.1 – 4.3.2 of ICAO 10084 acknowledges 
that relevant information and intelligence may not always be readily available (hence the 
suggestion in Appendix A to subscribe to a service). Where information obtained by states 
through direct intelligence gathering or through the exchange and sharing of such information 
with partner states is available, that information should be the primary source for operators to 
conduct their own risk assessment, but it should not be considered in isolation. Rather, cross-
validating available information is necessary to establish a comprehensive risk picture.  

[216] ICAO 10084 identifies, in para. 4.3.2, helpful sources of information to include: 

a. Aeronautical information, such as NOTAMS and other official advisories; 

b. Information from states, which may include non-public details; 

c. Information from membership networks, for example, operator alliance networks 
and commercial entities offering membership to information exchange platforms; 

d. Information from aerodromes; 

e. Open-source information, such as newspapers, magazines, television and social 
media platforms. 

[217] ICAO 10084 recognizes the responsibility of the state with territorial control of the 
airspace to provide parties with essential risk information related to that airspace to feed into the 
risk assessment process, and to ensure coordination of military forces and air traffic services to 
ensure the safety of civil aircraft operations in the airspace if such operations are allowed: para. 
3.1. 

[218] The responsibilities of the aircraft operator are outlined in section 3.2 of ICAO 10084. 
These include ensuring that flights will not commence unless risk assessments are carried out 
and appropriate mitigation actions are taken to ensure the safety and security of the aircraft on 
the intended flight route from departure to arrival. This includes assessing the airspace over or 
near areas where there is armed conflict posing a risk to civil aviation: para. 3.2.1. 

[219] Of note, “the absence of any restriction in foreign airspace should not preclude the 
operator from making its own determination on the safety/security risks of the airspace to be 
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flown through”. In doing so, the aircraft operator can use various information sources such as 
government advisories, other aircraft operators and open-source intelligence: para. 3.2.2. 

[220] Aircraft operators should also ensure that the necessary information and advice is updated 
and passed to the pilot-in-command in real time, usually before take-off. If the situation is 
rapidly changing, information must be provided in-flight: para. 3.2.4. 

[221] When conducting risk assessments for flying over or near conflict zones, para 4.1.2 of 
ICAO 10084 provides that “the characteristics of armed conflicts require a risk assessment 
process that should appropriately consider both security and safety elements”. Although security 
and safety assessments are different in nature, “they need to be complementary”: 

Security deals with the intentional act to commit an act of unlawful interference, 
whereas safety is concerned with the management of hazards stemming from 
unintentional negative impact on the performance of the systems related to the 
operation. A comprehensive risk assessment process will address all potential 
actions involving implications for civil aircraft operations over or near conflict 
zones. 

[222] Security assessments are more qualitative, as they are geared to determining threats based 
on the intent and capability of involved actors. Where intent cannot be determined, “intelligence 
information about military capabilities may nonetheless be a valuable source for the 
identification of hazards that could pose an unintentional risk to civil aviation. The available 
information on existing threats and hazards is the necessary input to the risk assessment process 
which serves to inform decisions on whether to continue civil aircraft operations over or near 
conflict zones”: para. 4.1.3.  

[223] The complete risk assessment is based on an assessment of threat likelihood, 
consequence, vulnerability and hazard. General assumptions that can be made include: 

a. The reasonable worst-case consequences of successfully downing a passenger 
aircraft are high, based upon the loss of life and economic repercussions of the 
attack; 

b. There are no mitigating actions available once civil aircraft is on a dedicated 
flight path and a SAM is deployed; 

c. Therefore, the most important risk factor is the threat likelihood. 

[224] Section 4.2 of ICAO 10084 contains a graphic demonstrating a risk assessment cycle, and 
a graphic demonstrating the conduct of risk assessments for flying over or near conflict zones 
which I reproduce below: 
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[225] From the circular graphic above that sets out the risk assessment cycle when assessing the 
risk of flying over or near conflict zones, I note: (i) the collection of relevant information to the 
risk assessment is both the starting point and an ongoing obligation; and (ii) a security risk 
assessment is followed by a hazard identification, which in turn is followed by a safety risk 
assessment, all in the context of evaluating risk when flying over or near conflict zones. 

[226] The flow chart reproduced above develops each of the steps in the risk assessment cycle. 
From this, I note that if, after a threat analysis, one concludes that no threat exists, one must still 
proceed to a hazard identification, which includes asking the question “what is the operational 
exposure to unintended consequences of conflict zones?” The next step, if a hazard is identified, 
is to undertake a safety risk assessment.  

[227] On the other hand, if a threat analysis leads to a conclusion that there is a threat, one must 
first conduct a security risk assessment, and consider mitigating actions, and thereafter turn to the 
hazard identification process. At that point, one would also ask “what are the unintended 
consequences of the security mitigation measures?” in addition to asking about the operational 
exposure to unintended consequences of conflict zones. If a hazard is identified, the safety risk 
assessment must then be undertaken.  

[228] This is relevant to a contested issue at trial, that is, whether UIA was required to 
undertake a safety assessment having regard to the information available about the conflict in 
Tehran FIR on January 8, 2020. It is common ground that a hazard identification process and 
related safety assessment is always required before any flight, but the parties disagree about 
whether this process ought to have included an assessment of operational risks that could arise 
from exposure to unintended consequences of conflict zones when flying in or near conflict 
zones. 

[229] In my view, ICAO 10084 supports the plaintiffs’ position that a safety and a security 
assessment were each required in the context of assessing risk to PS752 from flying in or near a 
conflict zone. This conclusion is consistent with the evidence of Mr. Gillespie, and also with 
FLT 1.12.214 from IOSA Standards Manual, which provides that: 

The Operator shall have a safety risk assessment and mitigation program in the flight 
operations organization that specifies processes to ensure: 

(i) Hazards are analyzed to determine the corresponding safety risks to 
aircraft operations; 

(ii) Safety risks are assessed to determine the requirement for risk mitigation 
action(s); 

 

 

14 To similar effect is DSP 1.12.1 from ISOA Standards Manual. 
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(iii) When required, risk mitigation actions are developed and implemented in 
flight operations. 

[230] FLT 1.12.2 identifies “hazards relevant to the conduct of aircraft operations” as being 
potentially associated with, among other things, “operations in airspace affected by armed 
conflict”. 

[231] I note also that ICAO document 9859 discusses the fact that successful risk management 
in aviation should aim for overall risk reduction in the system, and thus it is necessary to 
consider the fact that “effective security measures may have negative impacts on safety, and vice 
versa”, thus acknowledging the linkage between airline safety and airline security and the need 
for the security and safety programs to be complementary: see paras. 1.4.2-1.4.3. 

[232] ICAO 10084 also identifies possible mitigations of the risk, including (i) conduct of 
specific risk assessments to inform routing decisions; (ii) provisions by ICAO, states, and/or 
other entities of guidance and information to assist in making risk assessments and routing 
decisions, and (iii) avoidance by civil aircraft of airspace over conflict zones where the risk of 
unintentional attack is assessed as unacceptably high. 

[233] Appendix A provides further guidance on the risk assessment. It sets out a three-element 
risk assessment: (i) analysis of plausible threats, likelihoods and consequences; (ii) residual risk 
assessment; and (iii) recommendations for further risk-based work and possible mitigation. 

[234] It identifies the key components for completion of the risk assessment to be: (i) threat 
scenario, that is, identification and description of a credible attack; (ii) likelihood of an attack, 
that is, the probability or likelihood of that attack being attempted, based on terrorist intentions 
and capabilities but not taking into account current security measures; (iii) consequences, that is 
the nature and scale of the consequences in human, economic and reputational terms under a 
reasonable worst case scenario; (iv) current mitigating measures; (v) residual vulnerabilities, 
once the current mitigating measures have been taken into account; (vi) residual risk, that is, the 
overall risk which remains assuming current mitigating measures have been implemented; and 
(vii) possible additional mitigation to further mitigate residual risks where necessary. 

[235] Likelihood, consequences and vulnerability are each scored on a five-point scale. 
Likelihood is scored as follows: 

a. High likelihood means a very plausible scenario with an actual attack of this kind 
having occurred in the past few years, or strong evidence of capability, intent and 
planning; 

b. Medium-high means a clearly plausible scenario with relatively recent examples 
or evidence of early attack planning or hostile reconnaissance; 

c. Medium means an essentially plausible scenario with some evidence of intent and 
capability and possibly some examples, but no evidence of current attack 
planning; 
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d. Medium-low means a scenario for which there are no, or no recent, examples, but 
some evidence of intent; and 

e. Low means a theoretically plausible scenario but with no examples of signs of 
attack or attack planning, and a theoretical intent but no apparent capability. 

[236] Consequences are: 

a. High, if they comprise hundreds of deaths, economic costs in the billions, and 
severe disruption to services and confidence in the aviation system; 

b. Medium-high if they have some, but not all, of the high consequences; 

c. Medium if they comprise tens of deaths, economic costs in the tens or hundreds of 
millions of dollars, and substantial disruption to services and confidence in the 
aviation system; 

d. Medium-low if they have some but not all of the medium consequences above; 
and 

e. Low if they comprise possibly some deaths and injuries, some economic impact, 
and some disruption to services and confidence in the aviation system. 

[237] The vulnerability ratings are: 

a. High, if no mitigating measures are in general effect; 

b. Medium-high if mitigation has a limited scope; 

c. Medium if features of both medium-high and medium-low vulnerabilities are 
present; 

d. Medium-low if mitigating measures are generally in place but may be immature 
or only partially effective; 

e. Low if mitigating measures are generally regarded as effective and are in 
widespread use. 

[238] Using these scales, each plausible scenario is given a residual risk score on a five-point 
scale based on a combination of the assessed scores for likelihood, consequences and 
vulnerability. 

[239] UIA’s aviation security risk management program is outlined in a manual, several 
versions of which were entered in evidence. I focus on the manual revised in November 2019, in 
force at the time of the shootdown of PS752. 
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[240] The manual indicates that the purpose of UIA’s security risk management program is to 
prevent acts of unlawful interference with UIA activities “due to timely detection of negative 
factors” affecting airline security, and to eliminate them. The manual recognizes that effective 
prevention of acts of unlawful interference “can only be achieved in case of involvement of all 
complexes and units, management, flight crews and service personnel”. 

[241] Consistent with ICAO guidance, the manual sets out a three-stage risk assessment 
methodology: (i) analysis of possible threats, probability of their implementation and their 
consequences; (ii) residual risk assessment; and (iii) preparation of recommendations for further 
work on risk assessment and its possible minimization. 

[242] Of note, the manual does not provide any specific methodology with respect to assessing 
threats presented by SAMs; rather, its guidance is with respect to security risks generally. As I 
noted in my review of the law with respect to the standard of care, where guidance is general, it 
is less likely that mere compliance with the guidance will exhaust the standard of care. 

Aviation Safety  

[243] As I have already explained, while aviation safety and aviation security are different, the 
safety and security risk management programs must be complementary. I have found that, in 
circumstances where an airline will be flying in or near a conflict zone, both a security and a 
safety assessment are required to identify the risks specifically related to the proximity of the 
plane to the conflict. 

[244] Safety is defined in ICAO 9859 as “the state in which risks associated with aviation 
activities, related to, or in direct support of the operation of aircraft, are reduced and controlled to 
an acceptable level”. This definition is also reflected in Annex 19. 

[245] ICAO 9859 also addresses record-keeping. Paragraph 2.5.8.1 provides that safety risk 
management activities should be documented, including any assumptions underlying the 
probability and severity assessment, decisions made, and any safety risk mitigation actions taken. 

[246] ICAO 9859 also notes that aviation safety is dynamic, in that new safety hazards and 
risks continuously emerge and must be mitigated: para. 2.1.3. 

[247] Appendix B to ICAO 10084, which is consistent with and in part duplicative of ICAO 
9859, provides an example of a safety risk assessment methodology. First, one determines the 
safety risk probability, by asking how likely it is that a safety risk or consequence will occur: 
para. 1.1. A safety occurrence is considered foreseeable “if a reasonable person could have 
expected the kind of occurrence to have happened under the same circumstances”: para. 1.3. 

[248] Appendix B includes a typical safety risk probability classification table. It includes five 
categories to denote the probability related to an unsafe event or condition, the description of 
each category, and an assignment of a value to each category. In this example: 

a. Frequent likelihood means the safety risk is likely to occur many times (has 
occurred frequently) and is valued at 5; 
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b. Occasional likelihood means the safety risk is likely to occur sometimes (has 
occurred infrequently) and is valued at 4; 

c. Remote likelihood means the safety risk is unlikely to occur but possible (has 
occurred rarely) and is valued at 3; 

d. Improbable likelihood means the safety risk is very unlikely to occur (not known 
to have occurred) and is valued at 2; 

e. Extremely improbable likelihood means it is almost inconceivable that the event 
will occur, and is valued at 1. 

[249] The second step is to assess the severity of the safety risk, taking into account the 
potential consequences related to the hazard, to determine the extent of harm that might 
reasonably be expected to occur as a consequence or outcome of the identified hazard. It 
considers fatalities or serious injuries, damage to the aircraft, and damage to air traffic services 
or aerodrome equipment. 

[250] In this example, there are five categories of severity, as follows:  

a. Catastrophic, meaning the aircraft/equipment are destroyed and there are multiple 
deaths, valued as A; 

b. Hazardous, meaning a large reduction in safety margins, physical distress or a 
workload such that operational personnel cannot be relied upon to perform their 
tasks accurately or completely, serious injury, and major equipment damage, 
valued as B; 

c. Major, meaning a significant reduction in safety margins, a reduction in the ability 
of operational personnel to cope with adverse operating conditions as a result of 
an increase in workload or as a result of conditions impairing their efficiency, a 
serious incident, and injury to persons, valued as C; 

d. Minor, meaning nuisance, operating limitations, use of emergency procedures, 
and a minor incident, valued as D; 

e. Negligible, meaning few consequences, valued as E. 

[251] Next, a safety risk index rating is created by combining the results of the probability and 
severity scores. A matrix is created that results in each combination of factors obtaining a score. 
For example, a safety risk with remote probability (3), but catastrophic consequences (A), is 
scored as 3A. 

[252] The index is then exported to a safety risk tolerability table that describes in narrative 
form the tolerability criteria for the particular organization. Safety risks are conceptually 
assessed as acceptable, tolerable, or intolerable. In the example provided in Appendix B, a safety 
risk range of 3A yields a safety risk description of intolerable, requiring the airline to take 
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immediate action to mitigate the risk or stop the activity. A tolerable risk can be tolerated based 
on the safety risk mitigation, and may require a management decision to accept the risk. An 
acceptable risk requires no further safety risk mitigation. 

[253] UIA maintains a Safety Management Manual. Under s. 2.1.5, the Safety Management 
Manual sets out a general framework for the assessment and mitigation of safety risks which is 
consistent with that identified by the various ICAO documents: an assessment of risk probability, 
risk severity, risk assessment and risk acceptance. Section 2.1.6 requires accurate keeping, 
maintenance, storage and destruction of safety records.  

[254] The Safety Action Group of UIA’s OCC was tasked with hazard identification and safety 
risk assessment, including the assessment of hazards related to operations in airspace affected by 
armed conflict: see UIA Operations Control Manual, s. 1.3.4. One of the identified risk 
assessment and mitigation methods identified in the Operations Control Manual was to “react to 
unwanted events and problems as they occur and develop appropriate remedial action”, 
suggesting that responses to arising safety hazards should be capable of being nimble and rapid. 

[255] Neither the Safety Management Manual nor the Operation Control Manual set out a 
specific framework or process for the assessment of safety risks associated with operations in 
airspace affected by armed conflict. As I have noted, when the guidance is general, as was the 
guidance for conducting a hazard identification and safety risk assessment process associated 
with operations in a conflict zone, it is more likely that merely following the guidance does not 
exhaust the standard of care. 

Did UIA meet the standard of care? 

[256] After spending considerable time reviewing the industry and legal standards applicable to 
airline security and safety risk assessments, I turn to consider whether UIA met the standard of 
care required of it on the morning of January 8, 2020. Having regard to the law I set out earlier at 
paras. 154-156, from Ryan, Hill, Krawchuk, and Saskatchewan Wheat Pool, I conclude that all of 
the industry and legal standards I describe above are relevant to understanding the standard of 
care that UIA had to meet. The standards I review above that address the responsibilities of other 
stakeholders in the civil aviation scheme are relevant in assessing to what extent UIA was 
justified in relying on, in particular, civil aviation authorities and states, when conducting its risk 
assessment on January 8, 2020.  

[257] I find that mere compliance with UIA’s manuals or the law of Ukraine was not sufficient 
to exhaust UIA’s standard of care on the morning of January 8, 2020. None of those sources 
provided anything more than general information about conducting risk assessments related to 
flying over, in, or near conflict zones. To meet the standard of care, UIA was required to follow 
the guidance provided by ICAO with respect to security threat risk assessments, safety risk 
assessments, and flying over or near conflict zones, in addition to the guidance set out in its 
manuals and in the laws of Ukraine. 

[258] In considering whether UIA met the standard of care, I place particular importance on the 
content of ICAO 10084, as it is the guidance that is most responsive to the situation UIA had to 
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assess on January 8, 2020, and on ICAO 8973 which provides useful guidance on security threat 
risk assessments.   

[259] In order to assess UIA’s conduct against the standard of care required of it, I begin with 
an outline of how security and safety assessments were conducted generally at UIA. 

UIA’s Structure and Processes  

 UIA’s Aviation Security Directorate 

[260] As I have noted, Mr. Martynenko was the Deputy President and Director of the 
Directorate of Aviation Security. 

[261] Before Mr. Martynenko joined UIA, he worked as a police officer, and then in security at 
an airport. Mr. Martynenko began his employment with UIA in 2006 as an inspector with 
AVSEC, and gradually worked his way up, gaining additional levels of responsibility with 
respect to aviation security. As I have already noted, Mr. Martynenko was certified in aviation 
security by the SAAU. At the time of the shoot-down of PS752, Mr. Martynenko’s then-current 
certificate was dated July 27, 2018. Mr. Martynenko explained that it was mandatory for him to 
retrain every two years to renew his certification to conduct aviation security threat risk 
assessments. 

[262] Mr. Martynenko explained that the aviation security department at UIA was divided into 
two parts: first, personnel working in the field, and second, mid-level management personnel 
who worked five days a week. Around the time of the shoot-down of PS752, two mid-level 
management personnel assisted Mr. Martynenko in conducting security threat risk assessments: 
Yuriy Bobrovnyk, Head of AVSEC, and Evgeniy Blakyta, Deputy Head of AVSEC. Of the 
three, only Mr. Blakyta spoke English. In addition, there were an additional 24 or 25 employees 
who were part of the AVSEC team. 

[263] AVSEC worked on a 9 am – 6 pm shift. When AVSEC was not on duty, it relied on the 
OCC to contact them if OCC received information relevant to aviation security. According to 
Mr. Martynenko, through this system, UIA was conducting daily monitoring and daily 
assessments of incoming information relevant to security risks. 

[264] When Mr. Blakyta would begin a shift, he would contact OCC to obtain whatever 
information they had received while AVSEC was off shift. Mr. Blakyta would also monitor 
media through the internet and news bulletins. 

[265] When conducting monitoring, UIA would use primary news and information sources 
including Russian and Ukrainian language mass media outlets as well as major international 
mass media websites. Mr. Blakyta would monitor English language websites. 

[266] According to Mr. Martynenko, UIA did not subscribe to Osprey Flight Solutions, or any 
other open-source risk management provider. He explained that AVSEC would look to the 
publicly available information from such providers only in circumstances where additional detail 
or information was necessary or would be helpful after having reviewed the available applicable 
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official notices or information issued by or with the authority of the relevant states, information 
from its own personnel and providers, and information from media reports. 

UIA’s Flight Operations Department 

[267] As I have already noted, UIA led evidence at trial from Mr. Sosnovskyi, UIA’s Vice 
President of Flight Operations. Mr. Sosnovskyi joined UIA at its inception in November 1992, 
and continues to hold positions as Captain, Instructor, and Examiner. He became Vice President 
of Flight Operations in February 2004. 

[268] Mr. Sosnovskyi explained that, in this role, he was responsible for the management and 
supervision of all flight operations activities, the development and implementation of flight 
operations and crew training, and the management of safety within flight operations activities 
and ensuring the overall safe and efficient conduct of all flights. 

[269] Mr. Sosnovskyi described how UIA addressed its responsibilities under the umbrella of 
aviation safety. First, as I have already described, UIA had an aviation security risk management 
system, that is AVSEC. Second, UIA had an aviation safety risk management system concerned 
with the aviation safety of the operation of its flights, including quality and safety management, 
continuing airworthiness, flight operations and ground operations (which include the OCC) and 
flight dispatch. 

[270] According to Mr. Sosnovskyi, a threat or risk that pertains to potential acts of unlawful 
interference, such as the destruction of an aircraft in service, would trigger an assessment of 
aviation security threats and risks within AVSEC’s mandate. If the threat pertains to potential 
hazards, whether organizational, environmental, human factor or technical, the assessment of 
aviation safety threats and risks would be performed within the mandate of the Flight Operations 
System. 

[271] I note that Mr. Sosnovskyi gave evidence that a safety risk assessment relating to conflict 
zones would not be undertaken unless there was some kind of official recognition of armed 
conflict. That may have been UIA’s practice, but I do not accept that it is what the industry 
standards required; it is inconsistent with, for example, para. 3.2.2 of ICAO 10084. As I have 
already noted, waiting for an official declaration that an airspace is a conflict zone before 
conducting safety risk assessments or implementing mitigating measures runs counter to the 
primary goal of protecting passengers, crew, and the public, which is the whole purpose of 
having security and safety risk assessments in the first place. To conclude an official declaration 
is needed elevates form over substance. Put more bluntly, the passengers and crew on a plane 
that find themselves flying through airspace where missiles are being launched do not care 
whether the airspace in question has been officially designated a conflict zone. They care about 
not being hit by the missiles. 

[272] UIA’s operation of a particular route falls within the ambit of the OCC, which has 
around-the-clock operational control over all flights planned in the 72-hour period prior to 
scheduled departure until completion.  
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[273] Twelve hours before the schedule departure of a planned flight, OCC is responsible to 
ensure, for example, that a commander of the flight (also called the pilot commander, or the pilot 
in charge) has been designated, a complete crew has been scheduled, and the aircraft is 
airworthy. 

[274] The commander is the pilot designated by OCC to be responsible for the operation and 
safety of the aircraft, and has the final authority as to the operation of the aircraft. The 
commander must take all measures required for safety, whether the aircraft is on the ground or in 
flight. The commander has the ultimate responsibility and final authority to make decisions with 
respect to the operation of the flight. 

[275] This structure is referred to as a “non-shared responsibility” model, where the 
commander is supported by flight dispatch and the OCC, neither of which have authority to 
overrule the final decision of the commander. 

[276] Prior to the flight, the commander has responsibilities for flight preparation. These 
include pre-flight checks, a crew briefing, and review of an electronic briefing package.  

[277] The electronic briefing package is designed to contain all available applicable and 
relevant aeronautical and meteorological information with respect to the flight, including 
applicable and relevant NOTAMs, Internal Notification to Crew (“INTAMs”), Snow Notices to 
Airmen (“SNOWTAMs”), runway and conditions, temperature, pressure reports, upper wind and 
aerodrome meteorological forecasts. 

[278] UIA used a third-party service provider known as Jeppesen to prepare the electronic 
briefing package. Jeppesen would include only NOTAMs with a location designation along the 
route in the briefing package. 

[279] If information in the briefing package raises a potential hazard that puts into question the 
safe operation of the flight, a safety risk assessment is done to determine whether the risk is 
significant enough to postpone or cancel the flight. The safety risk assessment is undertaken by 
those involved in the flight operations system, such as the flight dispatcher and OCC at the outset 
of flight preparation, or the commander with the support of the flight dispatcher and OCC. 

[280] The commander also has a line of communication open to OCC or flight dispatch to 
report any information she observes on the ground, in the air, or on arrival at the airport. If such 
information pertains to threats related to the safe operation of a flight, a safety risks assessment is 
undertaken. 

[281] According to Mr. Sosnovskyi, if AVSEC becomes aware of information that triggers the 
need for a security risk assessment, Flight Operations is only informed if AVSEC concludes the 
aviation security risk is unacceptable, and cancels the flight. Mr. Sosnovskyi gave evidence that 
neither Flight Operations nor the commander are trained to conduct security risks assessments, 
and thus could add nothing to the process of assessing security threats. He testified that they rely 
on AVSEC to do the job it is trained to do. In other words, despite the UIA manual, and other 
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industry documentation that require a safety risk assessment of hazards related to flying in or 
near conflict zones, in practice, UIA did not conduct any such safety risk assessment. 

Risk Assessments Related to the Kyiv-Tehran Route 

[282] I next turn to the specific risk assessments related to the Kyiv-Tehran route. 

[283] Because each security threat risk assessment undertaken by UIA built on the previous 
one(s), it is necessary to begin with a discussion of the three previous security threat risk 
assessments undertaken of the route before January 8, 2020. 

[284] An initial security risk assessment, of both IKA and the Kyiv-Tehran flight route, was 
undertaken by AVSEC prior to the commencement of the route. According to Mr. Martynenko, 
some of the factors AVSEC considered were: 

a. All States from and over which the route was to be operated were states party to 
the Chicago Convention and members of ICAO. In Mr. Martynenko’s view, the 
states could thus be relied upon to conduct themselves in accordance with ICAO 
guidelines. 

b. Ukraine would conduct its own threat and risk assessment before granting 
approval to UIA to operate the route. 

[285] In conducting its assessment, AVSEC reviewed available information from the SAAU 
with respect to the threats and risks to aviation security in regard to Iran and Türkiye, directives 
and notices issued by ICAO and IATA, among others, the existence of flight prohibitions or 
restrictions applicable to the route, aeronautical information publications (“AIPs”) and 
aeronautical information circulators (“AICs”) issued by or with the authority of the relevant 
states, CZIBs issued by or with the authority of relevant states and applicable to the route, 
NOTAMs issued by states applicable to the route, and information available from open sources 
including news media and risk websites. 

[286] AVSEC concluded the aviation risks of the route were acceptable, particularly with the 
addition of mitigating steps including, of note: 

a. Instituting continual monitoring, going forward, of the security (military and 
political) situation at IKA, in Iran and in the region of states through/over which 
the route was to be operated. Mr. Martynenko explained that “continual” did not 
mean constant, but rather that AVSEC monitored open-source information daily 
but periodically; 

b. Instituting continual monitoring and following, going forward, of any incident 
related to the aviation security at IKA, in Iran and in the region of states 
through/over which the route was to be operated; and 

c. Ad hoc or random interviews of aircraft crew members with respect to their 
observations or knowledge of suspicious military activity at or around IKA. 
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[287] UIA obtained permission to operate the route from Ukraine, Türkiye, and Iran. Mr. 
Martynenko deposed that AVSEC understood that, by granting permission to UIA to operate the 
route, each state had conducted its own threats and risks assessment for the route. In his oral 
evidence, Mr. Martynenko insisted that Iran would not have given permission to UIA to fly a 
route that would take it close to high value, strategic or military targets. 

[288] I note here that Mr. Martynenko was incorrect in this assumption. Open-source 
information from 2011 placed in evidence describes an arsenal explosion at the Alghadir missile 
base, located about 30 miles to the west of Tehran.  Dr. Bronk noted in his evidence that the 
location of the SAM that shot down PS752 would have been near to the Alghadir missile base. 
UIA’s flight route was thus also near to the Alghadir missile base, a fact that AVSEC could have 
learned had it sought out the information. 

[289] Mr. Sosnovskyi deposed that, prior to the commencement of the route, ground operations 
and flight operations undertook an initial aviation safety risks assessment, which included 
assessing such factors as IKA’s dimensions, availability of ground service facilities and 
immigration authorities, alternative airports, fuel calculations, climate and meteorological 
phenomena along the route, and the NOTAMs applicable and relevant to the route. 

[290] UIA also undertook periodic security reviews of the operations at IKA between 2016 and 
2019, none of which identified any concerns. 

[291] A second risk assessment of the route was performed in June 2019, after AVSEC learned 
from media reports that Iran had shot down an American UAV. Mr. Martynenko explained that, 
based on statements in open-source information, AVSEC understood that the United States 
would not retaliate militarily against Iran for the strike because doing so would be 
disproportionate. He explained that AVSEC understood that historically, tensions between the 
United States and Iran were characterized by proportionate responses to actions taken by one or 
the other. 

[292] In updating its security risk assessment for the route, AVSEC considered: whether any of 
Ukraine, Türkiye or Iran had issued restrictions or prohibitions on their airspace (they had not); 
that Iran had been audited by ICAO in 2018; information provided by crew members of aircraft 
operating the route as to their observations of operations at IKA; its past assessments of the 
security situation at IKA; NOTAMs, AIPs, AICs and CZIBs issued by Ukraine, Türkiye or Iran, 
and applicable to the route; the fact that the route operated on a repetitive flight plan authorized 
and approved by Iran; all flights operating the route and the flight path in and out of IKA would 
require approval and clearance from Iranian authorities, which, in AVSEC’s understanding, 
included civilian and military authorities; the UIA airplane on the route was a Boeing 737 which 
would be known to Iranian authorities, and was equipped with transponders; the shootdown of 
the UAV occurred 1200 km from IKA and even further from the flight path of the route; the 
Iranian military was a sophisticated organization; the American presence in the Persian Gulf was 
long-standing, and the American military was sophisticated; IKA is an international airport that 
operates solely in the realm of civil aviation; a commercial airliner would not be a potential 
target of a US military reaction to the shootdown of the UAV; and any American response to the 
shootdown would be proportionate. 
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[293] On June 21, 2019, UIA was asked by a reporter about a NOTAM issued by the FAA on 
that same day, prohibiting all aircraft operators from operating flights in the overwater area of 
the Tehran FIR only above the Persian Gulf and Gulf of Oman. The June 2019 NOTAM did not 
come to UIA’s attention through its usual monitoring sources. 

[294] Mr. Martynenko explained that the US NOTAM would not have come to UIA’s attention 
because it bore the location indicator KICZ, which was not designated to the Tehran FIR and 
was not related to any of the stages of the route. Moreover, it applied only to US aircraft 
operators, and airlines flying code share flights with American operators, and thus did not bind 
UIA. 

[295] The June 2019 NOTAM could not have borne a location indicator designated to the 
Tehran FIR because only the states with territorial control over airspace may issue NOTAMs 
with respect to that airspace. That is why it bore the identifier KICZ, which I have already 
explained, denotes a conflict zone with a ghost location. 

[296] Given that UIA had received a copy of the June 2019 NOTAM, AVSEC considered it 
and confirmed it had no applicability to the route, as the UIA route did not operate in the 
overwater area above the Persian Gulf and the Gulf of Oman. Mr. Martynenko said the NOTAM 
did not provide UIA with any new information which could be related to the types or levels of 
threats in the region. 

[297] AVSEC concluded that the risk of misidentification of UIA’s aircraft by either Iran or the 
United States was low or minimal. It concluded that the aviation security risks were acceptable 
with the measures already in place and with additional risk mitigation steps: 

a. Standardizing the information gathering and interviewing of crew members, and 
implementing interviews after each flight from IKA; and 

b. Increasing the intensity and level of monitoring of the military and political 
situation at IKA, in Iran, in Türkiye and in Ukraine. 

[298] The killing of General Soleimani in Baghdad on Friday January 3, 2020 was a major 
event. After the killing of General Soleimani, Iran’s Supreme Leader Khamenei vowed to 
retaliate for the murder, and Iran publicly indicated it was assessing thirteen options for 
retaliation. At the same time, then-President Trump vowed to retaliate for any Iranian response. 

[299] Mr. Blakyta, the only AVSEC member proficient in English, monitored English language 
open sources. According to Mr. Martynenko, by January 6, 2020, AVSEC had concluded from 
its ongoing monitoring of sources that the degree of tension between the United States and Iran 
had risen so much that a threat from Iran was real, and required an updated security risk 
assessment. 

[300] To undertake this risk assessment, Mr. Martynenko, Mr. Bobrovnyk and Mr. Blakyta met 
during the course of their regular working day on January 6, 2020 to review the information 
AVSEC had obtained and the sources it had monitored since January 3, 2020. 
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[301] Those sources are set out in a document that AVSEC prepared for its counsel that was 
entered into evidence (without any objection). Mr. Blakyta participated in its preparation and 
noted the open-source information UIA used to monitor the situation in Iran between January 3, 
2020 and January 6, 2020. These included CNN, the Washington Post, the BBC, the Daily Mail, 
Al Jazeera, www.controlrisks.com, www.safeairspace.net, UNN, Fars News, www. 
easa.europa.eu, https://ops.group/story and Osprey Flight Solutions. 

[302] In the course of this security risk assessment, AVSEC considered: the factors from its 
previous risk assessments; media reports which showed an increase in temperature in the 
tensions between Iran and the United States; the distance from IKA to Baghdad (900 km by road, 
and 695 km by air); the route did not operate in Iraqi airspace or near the Iraqi border; IKA was 
operating in the usual course; no crew members reported observation of suspicious military 
activity at IKA or in the surrounding area; the commercial airlines that typically operated 
scheduled flights into and out of IKA were, to UIA’s knowledge, operating in the usual course; 
UIA understood each of these airlines conducted their own security threats and risks assessment, 
and so UIA concluded that the other airlines deemed the security risks acceptable; information 
from the ControlRisks Middle East Riskmap 2020 indicating the security risk forecast for Iran 
was moderate and the political risk forecast was high, in keeping with the usual course in respect 
of Iran, and consistent with the 2019 forecast; and potential targets of an Iranian military 
response to the killing of General Soleimani would be outside of Iran and far from IKA. 

[303] As a result, AVSEC concluded that the risk of misidentification to UIA’s aircraft was low 
or minimal. Using the framework and methodology set out in UIA’s aviation security risk 
management program, AVSEC documented its conclusions on a certificate on assessment of 
threats and risks to security of the route and IKA. Although it understood that the tensions 
between Iran and the United States had heightened, AVSEC concluded that, in view of the 
totality of the factors it considered, the increase in tension did not provide sufficient grounds for 
stopping the route. 

[304] AVSEC documented, with respect to a threat of the use of SAMs, that: 

a. the probability level was medium-low, meaning there are no, or no recent, 
examples, but some evidence of intent, yet with a method apparently not 
sufficiently developed for a successful attack scenario or probably superseded by 
other forms of attack; 

b. the level of implications was high, meaning that were the risk to come to pass, 
there would be hundreds of deaths, billions of dollars in economic loss, and 
severe disruption to services and confidence in the aviation system; 

c. the level of vulnerability was medium, meaning that some of the following 
features are present: mitigation has a limited scope, or mitigating measures are 
generally in place, but they may be immature or only partially effective; 

d. the risk category was medium-low, with the mitigation measures already in place.  

http://www.controlrisks.com/
http://www.safeairspace.net/
https://ops.group/story
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[305] As such, AVSEC concluded that the risk was acceptable. 

[306] I note that the analysis for probability of the security threat risk, focusing as it does on 
intent, is misaligned with the concern that an aircraft may become a target of a SAM through 
miscommunication, misidentification or miscalculation. This is despite the fact that unintentional 
shoot-down is a risk identified in ICAO 10084. The misalignment is both a feature of the nature 
of the security risk analysis iterated by ICAO, and another factor that supports the need for a 
complementary safety risk assessment. However, no safety risk assessment with respect to a 
flight in or near a conflict zone was done on January 6, 2020. 

[307] According to Mr. Martynenko, after the January 6, 2020 security threat risk assessment, 
AVSEC continued to monitor the security situation in Iran with an increased intensity and level 
of monitoring. 

The Risk Assessment on January 8, 2020 

[308] Recall that January 7, 2020 was Orthodox Christmas in Ukraine. Mr. Martynenko was on 
duty beginning in the evening of January 7, 2020, while Mr. Blakyta and Mr. Bobrovnyk spent 
the holiday with their families. Knowing he would need to be awake overnight, as PS752 was 
scheduled to depart in the middle of the night Kyiv time, Mr. Martynenko took a two-hour nap 
on the afternoon of January 7, 2020. 

[309] Mr. Martynenko testified that, before he came on duty on January 7, 2020, flight 
operations personnel had been instructed to monitor media sources, and Mr. Blakyta had agreed 
to keep monitoring media sources from home while Mr. Martynenko spent time with his family 
earlier in the day.  

[310] At 8 p.m. on January 7, 2020, Mr. Martynenko received a report from the personnel in 
the Kyiv airport at the time of their shift change, and began to monitor media sources. He 
indicated that he was confident that any official information that arose (NOTAMs, AIPs, AICs 
and CZIBs) issued with the authority of Ukraine, Türkiye, or Iran would be communicated to 
him by OCC.  

[311] No one other than Mr. Martynenko was monitoring for security threat risk information at 
that time. OCC, which had apparently been monitoring unofficial and official sources of 
information during the day on January 7, 2020, was not monitoring any sources of unofficial 
information in the evening and overnight. OCC did not even learn about the ballistic missile 
attack on Iraqi bases until after PS752 had been shot down. 

[312] The ballistic missile attack launched by Iran commenced at around 1:30 a.m. Tehran 
time, which is midnight in Kyiv. Mr. Martynenko could not recall exactly when he became 
aware of it, but deposed that it would have been sometime between 2:00 a.m. and 3:15 a.m. in 
Kyiv, or about two to three hours after the attack. Although he was monitoring for the very type 
of risk that materialized, it took at least two hours after the attack began for him to learn about it. 
The BBC, one of the sources Mr. Blakyta had monitored in the days prior, began reporting on the 
missile strike 23 minutes after it began. 
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[313] Mr. Martynenko monitored Russian and Ukrainian language news sites. He also saw 
some CNN reports, but it is unclear whether that is because he went to the CNN site and used 
Google translate, or whether he went to a site that republished the CNN reports. 

[314] As a result of his monitoring, Mr. Martynenko learned that Iran had launched missiles at 
Iraqi military bases housing American personnel in the area of Erbil, Iraq, and the Ain al-Asad 
air base in Western Iraq. He learned that the missiles were likely launched from the Kermanshah 
province of Iran. 

[315] According to Mr. Martynenko, he understood that there were no reported American 
casualties. However, initial media reports about casualties were inconsistent, and in any event, 
unclear in the hours immediately after the ballistic missile attacks. 

[316] Mr. Martynenko also testified that he understood that Iraqi military bases had been 
warned by Iran in advance of the launch of the missiles.  He did not recall where he saw those 
early reports. In cross-examination, Dr. Wallace confirmed that while he was aware of reports 
that Iran had warned Iraq about the incoming missiles, he was not aware of any reports that Iran 
had given warnings to American authorities about the incoming attack. When asked whether it 
was reasonable to believe that Iraq would pass the warning onto American troops, Dr. Wallace 
said it was not. He noted the then-existing tensions between Iraq and the United States, which 
had just assassinated a foreign government leader on Iraqi soil, along with a number of Iraqis. 
Iraq was, Dr. Wallace described, very upset about the American failure to respect its territorial 
sovereignty. 

[317] Mr. Martynenko stated that, after the initial reports of the ballistic missile strikes, there 
were no media reports of any further or subsequent military action by either Iran or the United 
States. 

[318] Mr. Martynenko testified that, given what he had learned, he determined it was necessary 
to update the security threat risk assessment for PS752, and that he began to do so at around 3:00 
a.m. Kyiv time. 

[319] Mr. Martynenko was the only person involved in the security risk assessment on January 
8, 2020. He did not contact any colleagues in AVSEC, including Mr. Blakyta, who could have 
assisted with monitoring English language news sites. These sites had information available 
faster than did the Ukrainian and Russian websites. Mr. Martynenko did not contact anyone in 
Flight Operations to conduct a hazard identification and safety review. He did not contact the 
commander of the aircraft. 

[320] Mr. Martynenko deposed that he began with the security risk assessment documented in 
the certificate dated January 6, 2020. He considered all the factors he and his colleagues 
considered on January 6, 2020, and additionally he considered that: 

a. PS751 had landed as scheduled and was on the ground at IKA prepared for its 
scheduled departure until ultimately cleared for take-off by Iranian authorities; 
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b. There was no information from the commander of PS751 and PS752 or any crew 
members of anything other than normal and usual operations at IKA; 

c. No official information, such as a NOTAM, had been provided by Iranian 
authorities in relation to civil aviation or noting that Iran had placed its military on 
high alert at IKA or elsewhere; 

d. To his knowledge, commercial airlines were continuing to operate in and out of 
IKA in the usual course, and he expected each airline would have conducted their 
own aviation security threats and risks assessments and had concluded that the 
risk of flying were acceptable; 

e. No NOTAM, AIP, AIC or CZIB issued by Ukraine, Türkiye, or Iran revealed any 
prohibitions or restrictions on the airspace through which the route would fly; 

f. The missiles had been launched from Kermanshah, which is 420 km from IKA; 

g. IKA was 840 km and 670 km from the targets of Iran’s ballistic missile launch; 

h. The route of PS752 did not fly through the airspace of Iraq, but far from it, and 
further still from the targets of Iran’s ballistic missile launch; 

i. Any American response to the missile attack would be proportionate and likely 
with advance warning to Iran; 

j. Potential targets of a US military response would seek to avoid civilian 
consequences, civilian aircraft would not be targeted, and targets would likely be 
the Iranian missile batteries that launched the missiles on January 8, 2020; 

k. PS752’s flight plan had been approved by Iranian authorities and was expected to 
be cleared for take-off by Iranian authorities, which included civilian and military 
authorities. 

[321] Mr. Martynenko deposed that, on January 6, 2020, AVSEC had considered possible 
retaliatory actions that Iran might take, and the missile strikes it launched on January 8, 2020 
were not as significant as other possibilities AVSEC had considered. There is no evidence about 
what other retaliatory actions AVSEC had considered. 

[322] Mr. Martynenko acknowledged that the events and early media reports indicated a further 
increase or escalation in temperature of the tensions between Iran and the United States. 

[323] Mr. Martynenko concluded that the risk of continuing the operation of the route was 
acceptable. 

[324] Mr. Martynenko documented his risk assessment later in the day on January 8, 2020, 
after PS752 had been shot down. In the certificate dated January 8, 2020, Mr. Martynenko 
recorded: 
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a. The threat of SAMs was of medium probability, which was an increase from the 
medium-low assessment of January 6, 2020; 

b. The threat of SAMs had a high level of implications, unchanged from the 
assessment on January 6, 2020; 

c. The level of vulnerability from the threat of SAMs was medium, unchanged from 
the assessment on January 6, 2020; 

d. The risk category was medium, an increase from the medium-low assessment on 
January 6, 2020; 

e. The risk acceptance criteria remained acceptable, as it had been assessed on 
January 6, 2020. 

[325] There was other information publicly available, and free, that Mr. Martynenko could 
have accessed, but did not, in the course of conducting his risk assessment on January 8, 2020. 

The FAA NOTAM 

[326] At 00:07 UTC on January 8, 2020, the FAA issued a conflict zone NOTAM prohibiting 
US registered aircraft from entering Iranian airspace “due to heightened military activities and 
increased political tensions in the middle east, which present an inadvertent risk to US civil 
aviation operations due to the potential for miscalculation or mis-identification.” 

[327] An FAA NOTAM can be publicly accessed in a number of ways. There is no dispute 
that, were Mr. Martynenko to have searched to see if the FAA had issued a NOTAM, he could 
have found it. But despite knowing the FAA had issued a NOTAM after the shoot-down of the 
American UAV in June 2019, and knowing the FAA is an organ of one of the two governments 
that was party to the ongoing conflict, he did not look to see if the FAA had issued a NOTAM.  

[328] At 3:45 am Kyiv time, CNN made a post on Twitter stating that the FAA had issued a 
restriction on flights in Iran, Iraq, the Persian Gulf, and the Gulf of Oman. Although Mr. 
Martynenko was monitoring internet sources, and stated that he had seen some information from 
CNN, he did not see any information from CNN about the FAA NOTAM. 

[329] Mr. Martynenko testified that, even if had seen the NOTAM, it would not have changed 
his assessment, because he considered the risks of misidentification in his assessment. I note, 
however, that Mr. Martynenko also maintained that the risk of misidentification was higher for 
American operators than it would be for others, like UIA. I disagree with this assessment. It is 
illogical. The risk to American operators would likely be different than to other operators if the 
threat at issue was intentional targeting of civilian flights. But by its nature, miscalculation and 
mis-identification involve unintentional targeting, a risk that affects all civilian aircraft in the 
airspace equally. 
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Osprey Flight Solutions 

[330] Osprey Flight Solutions is, as I have noted, a commercial service provider that provides 
specialized risk assessment advice to the global aviation industry with a particular focus on the 
risks of operation in or near conflict zones. In January 2020, Osprey maintained a public Twitter 
(as it was then known) feed and a website that had some public information on it. It also 
maintained a free email service to which anyone could subscribe to get the full text of Osprey’s 
alerts by emails.  In addition, it provided paid subscription services. UIA did not subscribe to 
Osprey’s services, but it did monitor Osprey’s website between January 3 and January 6, 2020. 

[331] Osprey was founded in 2017 by three individuals, one of whom, David Nicholson15, gave 
evidence at trial.  

[332] Osprey developed proprietary software, based on the peer-reviewed master’s thesis of 
one of its founders, to gather intelligence from open sources on potential risk to aviation across 
the globe. By January 2020, Osprey was on its third iteration of the software platform.  

[333] Osprey’s software gathers information from over 200,000 sources in 65 different 
languages across a broad spectrum of sources including social media, government websites, 
intelligence, data providers, and media. It scrapes the sources every 15 minutes, and gathers 
about 1.5 million data points daily. The software filters the data for relevance, geolocates 
incidents, and date-stamps and categorizes incidents into 80 different subtypes. It is designed to 
insure cross-verification of information and avoid single source reports, or circular reports where 
the same information is reported repeatedly. The data is then sent to a human analyst for quality 
control. Once quality controlled by a person, the information goes into Osprey’s database as a 
verified ping. The database creates a digital model of aviation security risk, and has artificial 
intelligence capabilities. 

[334] Forecasts go out daily. Analysts create notification alerts to notify recipients of incidents 
that have a significant impact on aviation. Osprey scores potential concerns using four categories 
of risk, each of which includes five criteria. The numerical score is converted into a risk 
description ranging from incidental to extreme.  

 

 

15 Mr. Nicholson is an engineer who served in the UK Armed Forces for 12 years, the last six of which 
were as a member of the Special Forces. He had a number of tours of duty in conflict regions including 
Iraq and Afghanistan. Following his retirement, he joined a maritime security firm, where a significant 
portion of his work included assessing security issues in high threat areas marked by conflict, and in 
engaging with government and regulatory authorities. He subsequently joined International SOS and 
Control Risks as Global Security Director for Aviation and Maritime where he headed up the aviation 
security team. After the downing of MH17, Mr. Nicholson formed the view that there were serious gaps 
in the aviation industry’s approach to operations in or near conflict zones. He concluded there was a need 
for more sophisticated, data driven risk assessment tools to assess the risk to civilian aviation operations 
in areas marked by conflict. The co-founders of Osprey have equally impressive experience, including as 
in the field of intelligence, terrorism studies, and aviation analysis. 
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[335] Osprey assessed airspace over Iran to be low risk at all altitudes at the beginning of 2019. 
In June 2019, Osprey raised its risk level of Iranian airspace to moderate at all altitudes due to 
the increase in conventional military activity in the region. 

[336] On June 13, 2019, after Iran shot down the American UAV, Osprey raised its risk rating 
for southern Iranian airspace from moderate to high at all altitudes. Then, on September 14, 
2019, following Iranian cruise missile and drone strikes on Saudi Arabian oil facilities, Osprey 
raised its risk rating for all Iranian airspace at all altitudes to high. 

[337] Throughout 2019 and January 2020, Osprey issued a total of 83 alerts for events in the 
Gulf region that included Iran. Osprey’s risk assessment of operating in Iranian airspace took 
into account key events, and factors including, by way of example only: 

a. The United States pulling out of the JCPOA nuclear deal with Iran; 

b. The downing of the American UAV by Iran in June 2019; 

c. The assassination of General Soleimani; 

d. Iran’s history of not issuing notice of activities that could affect flight safety; 

e. Iran’s aggressive shoot-down policy, which, though unlikely to target civilian 
flights, in Osprey’s assessment significantly increases the risk to civilian aircraft 
of misidentification or miscommunication during times of military conflict or 
rising tensions; 

f. Osprey’s view that Iran’s military command and control structure, is complicated 
and increases the risk of errors and misadventure; 

g. The escalating conflict between Iran and the United States, each of which had at 
their disposal a large range of weapons including long range ballistic missiles and 
short-range ballistic missiles (“SRBMs”). In Osprey’s view, it was not possible to 
reliably predict when or where attacks would take place. 

[338] On January 7, 2020, at 22:30 UTC, after the ballistic missile attack, Osprey raised its risk 
assessment of Iranian airspace to extreme, and immediately pushed its assessment out to its 
clients via its risk assessment reporting products. 

[339] At 00:47 UTC, just around the time Mr. Martynenko was commencing his security threat 
risk assessment, Osprey issued its increased risk assessment to the public via Twitter and its 
email subscription service.  The Twitter post said: “Iraq – Iran conducts ballistic missile strikes 
against US military targets, defer all flight over Iraq & Iran.” 

[340] The email provided information about the Iranian ballistic missile strikes, indicating that 
the US Department of Defence confirmed that Iran launched more than 12 SRBMs at the Iraqi 
targets, and no information had been verified with respect to casualties, however: 
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details are still emerging as the situation remains fluid and subject to change. 
Additional SRBM launches from Iran into Iraq targeting locations where US 
military advisers are present could occur within the next 12-24 hours without 
notice.  

[341] Osprey’s analysis of the security situation included the following: 

The US is likely to respond to the reported SRBM attacks into Iraq with strikes 
against military-centric targets in Iran within the next 72-96 hours. Follow-on 
Iranian ballistic and/or cruise missile as well as drone strikes against US interests 
in the Middle East region would become a credible scenario depending on the 
scale and severity of any US strikes. … 

Risk area recommendation: Defer all flights subject to an operation specific risk 
assessment. 

[342] Osprey’s advice in the email included ensuring crews scheduled to operate to or over the 
country in the near term were fully aware of the latest security situation. 

[343] Osprey also commented on Iran’s shoot-down policy as follows: 

The country has an aggressive air intercept and shoot-down policy which allows 
air and air defence forces to intercept and disable aerial targets violating airspace 
regulations. Military air and air defence assets may be employed to down aerial 
targets under the auspice of the policy. While legal civil aviation flights are 
unlikely to be directly targeted, there remains a latent but credible risk of 
misidentification and interception by military air and air defence assets. 

[344] The Osprey alert also indicated that Iran “has a history of not issuing adequate notice of 
activities in its airspace that could affect flight safety”. 

[345] Osprey received the FAA Notam when it was first issued through the FAA’s distribution 
system. The NOTAM was published through FAA’s email system and prohibitions page (which 
is publicly available) at 00:57 UTC, right around when Mr. Martynenko was beginning his 
security threat risk assessment. 

[346] The FAA NOTAM restricting flight was consistent with Osprey’s assessment. Given the 
nature of the threat disclosed in the FAA NOTAM (miscalculation or mis-identification), there 
was nothing to suggest to Osprey that the risk was confined to American operators only. The 
FAA NOTAM was directed at American operators and airlines operating codeshare flights with 
American operators in the region because those were the limits of the FAA’s jurisdiction, not 
because the risk was not present for other civil aviation operators in the region.   

[347] Osprey issued a second advisory at 1:32 UTC on January 8, 2020, while Mr. Martynenko 
would have been actively conducting the security threat risk assessment, in which it advised that 
the FAA had issued the NOTAM prohibiting US civil aviation operations over Iraq, Iran, the 
Persian Gulf, and the Gulf of Oman. It repeated that additional SRBM launches from Iran into 
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Iraq could occur within the next 12-24 hours and that the United States was expected to respond 
within the next 72-96 hours. 

[348] Osprey repeated its risk recommendation: Defer all flights subject to an operation specific 
assessment. It also repeated its advice to ensure crews scheduled to operate to or over the country 
in the near term are fully aware of the latest security situation. 

[349] Osprey repeated its assessment of Iran’s aggressive shoot-down policy, and the “latent 
but credible risk of misidentification and interception by military air and air defence assets”. It 
repeated that Iran has a history of not issuing adequate notice of activities in its airspace that 
could affect flight safety. 

[350] Although AVSEC had monitored Osprey’s publicly available information about the 
security situation in Iran between January 3 and 6, 2020, Mr. Martynenko did not access that 
information on January 8, 2020. 

[351] Mr. Martynenko indicated that, even had he been aware of the Osprey risk rating, he did 
what it indicated he ought to do, that is, conduct an operation specific risk assessment, and 
consider the risk of misidentification or miscalculation. Mr. Nicholson testified that 
recommending an operation specific risk assessment is a phrase Osprey uses recognizing that 
some of its clients, such as the Red Cross, must fly into high-risk environments. He was also 
clear in his evidence that Osprey is not a decisionmaker for civil aviation operators, but rather 
provides input for decisionmakers to use when determining the risks to their aviation. 

Did the risk assessment of January 8, 2020 meet the standard of care? 

[352] In my view, the risk assessment conducted on January 8, 2020 failed to meet the standard 
of care required of UIA and its employees in a number of ways, which I describe below.  

Lack of Information and Analytical Failings 

[353] Although gathering and continuing to gather relevant information is the cornerstone of a 
competent security threat risk assessment, UIA had neither set itself up to have the required 
information on January 8, 2020, nor did Mr. Martynenko acquire that information on January 8, 
2020. Without information that was reliable in breadth and in depth, the analytical process of the 
security threat risk assessment was necessarily diminished. 

[354] As I described earlier, ICAO 10084 sets out key risk factors to consider when flying over 
or near conflict zones where it may be assumed that SAMs are available to a party engaged in the 
conflict. There is no evidence that Mr. Martynenko considered any one of those factors.  

[355] In particular, there is no evidence that he considered the use of military aircraft in a 
combat role or for hostile reconnaissance by at least one party in the conflict, although he was 
aware that Iran had used SAMs to attack an American UAV about six months before.  

[356] Nor is there any evidence that he considered the likelihood of the use of aircraft to 
transport ground troops or military equipment by at least one party, although on January 6, 2020, 
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it was reported that six American bombers were being repositioned for possible operations in 
Iran, if ordered. 

[357] Crucially in my view, there is no evidence that Mr. Martynenko considered whether 
UIA’s flight route passed over or close to locations or assets of high strategic importance that 
might have been considered vulnerable to aerial attack in a conflict situation.  

[358] Mr. Martynenko acknowledged that he did not have any information about whether there 
were SAM missile crews along the flight route, or how well-trained they were. He did not know 
about the Iranian military structure. He admitted that he did not know if Iran had an aggressive 
shoot-down policy. He did not know PS752’s flight route passed close to an Iranian missile base. 
And Mr. Martynenko did not attempt to access the broader swath of sources of information 
recommended in ICAO 10084 that would have shed light on these matters. 

[359] Although there was open-source information available, at no time did UIA or Mr. 
Martynenko try to find it. Had he done so, he would have learned from that open-source 
information that commanders in Iran’s dual military structure may delegate authority to shoot 
down in times of crisis, which can lead to complications and mistakes. He would have learned 
that Iran has an aggressive shoot-down policy. He would have learned that UIA’s flight route 
passed close to Alghadir missile base. 

[360] The thread running through the informational failures of January 8, 2020 is Mr. 
Martynenko’s assumptions, which served to facilitate his confirmation bias, and reveal UIA’s 
lackadaisical approach to security. 

[361] Mr. Martynenko assumed that the state of Ukraine would have done its own security 
threat risk assessment, and if it had information relevant to the security situation in Iran, it would 
have advised him. As a result, he saw no need to contact state authorities. He had no information 
to support this assumption. Moreover, it was Orthodox Christmas. A telephone call to the SAAU 
would have ensured that the SAAU had not missed relevant information due to the holiday that 
was important to a risk assessment for PS752. 

[362] Mr. Martynenko assumed that, if the commander or flight crew had any relevant 
information, they would contact him or OCC, and that their failure to do so suggested there was 
no issue on the ground at or near IKA. There was no basis for this assumption either. The flight 
crew had spent a few hours to rest late at night in a hotel without news in a language they could 
understand. Their opportunity to make any observations was limited. And if they had made any 
relevant observations, it was entirely possible that they were without crucial context to 
understand the import of the observations they had made such that the importance of such 
observations was not apparent to them. 

[363] Mr. Martynenko assumed that Iran would not have given permission for UIA to follow a 
flight route that flew over or near a military facility, although he acknowledged that were he 
aware of a military base near IKA it would have impacted his final risk assessment. As we know, 
there was open-source information available that disclosed the presence of Alghadir military 
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base close to IKA from at least 2011, but AVSEC did not take steps to find that information at 
any time. 

[364] Mr. Martynenko assumed that Iran would abide by its international obligations and issue 
a NOTAM or close its airspace if there were risk to civil aviation within it. This assumption is 
belied by the fact that Iran launched ballistic missiles on the same day through airspace through 
which civil aviation also flies without issuing a NOTAM or closing its airspace. And to Mr. 
Martynenko’s knowledge, it had done so in the past, for example, when it shot down the 
American UAV in June 2019. Moreover, the Osprey flight alert made reference to Iran having a 
history of not issuing adequate notice of circumstances or events in its airspace that could impact 
flight safety, but Mr. Martynenko did not know that because he did not look for it. 

[365] I note too that Mr. Martynenko acknowledged in cross-examination that there was a lack 
of transparency with respect to Iran and its affairs. He had no basis to conclude that Iran would 
comply with its obligations to issue a NOTAM or close its airspace on January 8, 2020. 

[366] ICAO 10084 and ICAO 8973 also make clear that an operator must conduct a security 
threat risk assessment even if the state whose airspace is at issue has not issued a NOTAM. 

[367] Moreover, Mr. Martynenko did not consider the fact that if Iran were to use a SAM 
defensively, it would not have the time to issue a NOTAM or close its airspace. 

[368] Because a number of airlines continued to take-off from, or land at, IKA or overfly 
Tehran FIR between the launch of the ballistic missiles and the shoot-down of PS752, Mr. 
Martynenko assumed that other airlines had conducted a security threat risk assessment and 
decided the risks of flying into and out of IKA were acceptable. He had absolutely no evidence 
to back up this assumption. Mr. Martynenko did not contact any other airlines at any time.  

[369] The question of the behaviour of other airlines requires some analysis. 

[370] First, of the flights that arrived at IKA after the ballistic missile attack, but before the 
shoot-down of PS752, eleven landed before the Osprey advisory was issued, seven of which 
landed before the FAA NOTAM was issued. Three more landed after the Osprey advisory. An 
additional flight landed within minutes of the shoot-down. It is unclear what warnings or 
information the other airlines had accessed during this time, or the basis on which they made 
those decisions. 

[371] Mr. Gillespie testified that, were he an airline captain who was made aware that missiles 
had been launched in nearby airspace, he might continue to land. Mr. Nicholson also testified 
that rerouting aircraft could be more dangerous than landing. This makes sense for several 
reasons. First, in a situation when missiles might be flying, one would want to be out of range of 
the missiles as soon as possible to minimize risk. Second, a plane on a regularly scheduled flight 
to IKA would have other considerations, including where to divert to, and what hazards or risks 
an alternate route would present, including whether there was sufficient fuel on board to get to 
the alternate airport safely. While a regular pre-flight safety risk assessment includes identifying 
alternate airports to which a flight can divert if necessary, there is no evidence as to whether the 
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airlines that landed at IKA had identified alternate airports that were in locations more dangerous 
than IKA, given the then-current unfolding state of affairs. 

[372] Of the eight flights that departed IKA on January 8, 2020 prior to the shoot-down of 
PS752, two departed prior to the issuance of the FAA NOTAM. One departed minutes after the 
Osprey alert was issued. Four of the airlines that departed IKA subscribed to Osprey’s email 
service, but there was no evidence as to which department in the airline received the alert email, 
nor what use, if any, they made of it. 

[373] Moreover, there is evidence in the record from Alec Moffat16, who was offered as an 
expert in aviation forensics and investigations, to indicate that certain airlines altered their 
behaviour in the days after January 3, 2020, up to and including January 8, 2020. For example: 

a. Singapore Airlines began avoiding Iranian airspace as of January 6, 2020, 
consistent with reports that it had diverted flights due to developments in the 
region; 

b. Two British Airways flights made abrupt course changes between 01:17 UTC and 
01:47 UTC and diverted to Istanbul. A third British Airways flight made a 
circling course change over Kuwait at approximately 01:25 UTC before heading 
west over Saudi Arabia. 

[374] I note that there is no evidence in the record that is not hearsay as to why these airlines 
altered their behaviour. 

 

 

16 Mr. Moffat currently holds the position of President and Director of Investigations with RJ Waldron, an 
aviation forensics firm. He has conducted over 700 investigations into aviation accidents, incidents and 
aircraft system failures worldwide, including on-site investigations, accident reconstruction and 
laboratory examinations. Mr. Moffat is also an instructor with the Southern California Safety Institute 
specializing in the Accident Investigation Course, and Aircraft Fire and Explosion Course, among others. 
He has previously held positions as an accident investigator with the Transportation Safety Board of 
Canada, as an instructor for the Avionics Technology Program at the British Columbia Institute of 
Technology and as a technical instructor and course developer for Air Canada and Canadian Airlines. He 
is a full member of the International Society of Air Safety Investigations. He has acted as an expert 
witness in numerous cases. I noted on review of Mr. Moffat’s evidence as I prepared my reasons that I did 
not at the time of trial qualify him as an expert. It appears that I, and counsel, carried on with his 
evidence, offered as an expert, inadvertently, and because there was no objection with respect to his 
qualifications. To dispel any doubt, Mr. Moffat is a properly qualified expert to give evidence with 
respect to the questions he was asked to opine on: (i) whether reliable flight data is available to determine 
if any of a number of airlines re-routed flights to avoid Iranian airspace prior to the downing of PS752, 
(ii) whether any other air carrier felt that the situation prior to the departure of PS752 defined the entire 
Tehran FIT as a conflict zone. Moreover, the evidence he offered was both relevant and necessary to my 
determinations. I conclude that the two-stage analysis in Mohan is made out and qualify Mr. Moffat as an 
expert on aviation forensics and investigation. 
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[375] The June 2021 DSB report, which the parties have agreed may be admitted for proof of 
the truth of its contents, indicates that KLM became aware of the FAA NOTAM on January 8, 
2020. It consulted open sources and the Netherlands Defence Intelligence and Security Service. 
A decision was taken less than an hour later to stop flying over Iran and Iraq, because “missiles 
had been fired and further unforeseen events might occur”. The decision to stop flying was taken 
one and a half hours before PS752 was shot down.  

[376] The Canadian report, “Flight PS752: The Long Road to Transparency, Accountability 
and Justice”, which the parties have agreed may be admitted for proof of the truth of its contents, 
indicates that, on January 7, 2020, Canadian aviation authorities became aware that Iran 
launched a missile strike, and that there was the possibility of further military action. Canadian 
aviation authorities spoke to their American counterparts and were advised that the FAA was in 
the process of issuing a NOTAM directing American airlines not to fly into the airspace of Iran 
or Iraq. Transport Canada officials then reached out to Air Canada, the only Canadian airline that 
operates in the Middle East, and received confirmation from Air Canada officials that they were 
already taking action to divert their flights away from the danger zone.  

[377] There thus is evidence in the record that KLM and Air Canada altered their flight paths 
because of their unfavourable risk assessment with respect to flights over Iran and Iraq.  

[378] Mr. Gillespie also gave evidence that the fact that other airlines are operating does not 
indicate that it is safe to do so, without liaising with them to determine on what basis they are 
conducting operations.  

[379] Mr. Martynenko’s assumption that other airlines had judged the security risk of flying in 
Iranian and Iraqi airspace to be acceptable was wrong, at least with respect to some airlines, who 
had reached the opposite conclusion. And he had no basis to assume that those airlines that 
continued to operate in Tehran FIR had judged the risk of doing so to be acceptable, because he 
did not liaise with any other airline. There is absolutely no evidence on the record as to whether 
the airlines that continued to operate in Tehran FIR conducted any security threat risk assessment 
or safety assessment of doing so. 

[380] Mr. Martynenko assumed the threat risk to PS752 lay in the potential American response 
to Iran’s ballistic missile attack. However, he had no basis to conclude that Iran would not launch 
further SRBMs. Nor did he consider whether Iran might respond to American retaliation, or 
perceived American retaliation, by engaging its air defence systems, an act which necessarily 
must be taken quickly, and under pressure, leading to an increased risk of misidentification and 
miscalculation. 

[381] Mr. Martynenko assumed that any American retaliation against Iran for the ballistic 
missile strikes would have been against the source of the missiles, although that was inconsistent 
with the threats made by American government officials in the days before the ballistic missile 
strike Iran launched.  

[382] Mr. Martynenko assumed that the American and Iranian militaries were sophisticated and 
would not target a civilian aircraft. However, as Dr. Bronk testified, deconfliction is a problem 
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for all militaries, even advanced ones. Dr. Bronk also testified that factors that may lead to 
misidentification resulting in friendly fire strikes have been researched and include stress, 
inadequate coordination, faulty information, reduced visibility, inadequate training, chaotic 
conditions, inexperience, psychological warfare, panic, carelessness and the necessity for split 
second decisions. Mr. Martynenko did not consider these factors, although at least some of them 
must have been present on January 8, 2020, including stress, chaotic conditions, and the 
necessity for split second decisions. Dr. Bronk also testified that the Iranian military was likely 
scared of being hit in a retaliatory American strike and that fear was compounded by the fear of 
failing to properly respond to a US strike if it did occur. Thus, the assumption that the Iranian 
and American militaries were sophisticated and would not target PS752 unintentionally had no 
factual foundation. 

[383] Mr. Martynenko also assumed that the Iranian military would be involved in clearing 
PS752 for take-off. While the evidence suggests that there may have been some military 
involvement in clearing PS752 to take off, even assuming that to be true, there was no basis to 
conclude that as a result, PS752 would be safe, when deconfliction remains an ongoing problem 
for even sophisticated militaries.  

[384] Mr. Martynenko did not check whether the FAA had issued a NOTAM. He assumed any 
FAA NOTAM would not apply to UIA and that there would be nothing relevant he could learn 
from an FAA NOTAM. However, he acknowledged that the FAA had significantly more 
resources, expertise, and information available to it, both in terms of quantity and quality, than 
UIA did.  Moreover, as an American entity, it was attached to one of the two parties to the 
conflict that created the security risk he was assessing. It thus could be expected to have access 
to better, non-public, information, which ICAO 10084 identifies as being particularly valuable, 
and which could have been reflected in any NOTAM that it issued.  

[385] In contrast, while denying the FAA NOTAM would have changed his risk assessment, 
Mr. Martynenko indicated that, had German authorities issued a NOTAM, he would have 
considered it on January 8, 2020 because Lufthansa at the time executed flights to Iran. It defies 
logic to think that German authorities would have had better information than the FAA. Mr. 
Martynenko had no basis to conclude that there would be nothing relevant from the FAA to 
assist with his security threat risk assessment on January 8, 2020. 

[386] Notwithstanding that AVSEC had monitored Osprey’s publicly available information 
between January 3, 2020 and January 6, 2020, Mr. Martynenko did not check to see if Osprey or 
any other private risk assessment service had released any advisories, although ICAO 10084 
recommends that operators consider using such a service if they do not have access to sufficient 
information sources to make informed risk assessments. He assumed Osprey could offer no new 
information, and that his own monitoring of media would be as good as Osprey’s. He ignored a 
free and available source of information that UIA had judged to be valuable just days before. 

[387] Although the information from Osprey was in English, Mr. Martynenko could have 
readily accessed it and used Google translate, as he said he did with other English language 
sources of information, or he could have involved Mr. Blakyta to assist. 
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[388] Given the short time frame between PS752’s scheduled take-off and when Mr. 
Martynenko learned about the ballistic missile launch on January 8, 2020, a source like Osprey 
would have had a far greater capability to assess available information than did one man, by 
himself in his home in the middle of the night, reading mostly Russian and Ukrainian language 
news sources which were slower to publish news than other sources. The circumstances that 
existed on January 8, 2020 made the recommendation in ICAO 10084 to access a service that 
provides risk assessments particularly apt. 

[389] It would have cost Mr. Martynenko nothing to check to see what Osprey had concluded. 
Although UIA’s position is that the Osprey alerts provided no new information, because Mr. 
Martynenko considered the risk of misidentification, the Osprey alert contained information that 
would have challenged at least some of the assumptions Mr. Martynenko made, or filled in gaps 
in his knowledge. For example, the Osprey alert included information about Iran’s aggressive 
shoot-down policy, about which Mr. Martynenko stated he was not aware. The Osprey alert 
would have challenged Mr. Martynenko’s illogical assumption that American aircraft were at 
greater risk of misidentification than other aircraft were. The Osprey alert would also have 
challenged Mr. Martynenko’s assumption that he could rely on Iran to close its airspace or issue 
a NOTAM if it were aware of a risk in its airspace that could affect flight safety. It would have 
challenged his assumption that only some of the airspace in the region presented risk. Realizing 
that he was operating on assumptions that were not warranted should have led Mr. Martynenko 
to reevaluate his assumptions, and should have changed the quality of the security threat risk 
analysis that he was undertaking.  

[390] ICAO 8973 highlights the importance of critical thinking, challenging other personnel 
and accepting being challenged when conducting aviation security threat risk assessments. Mr. 
Martynenko did not bring in any others to the security threat risk assessment he was undertaking, 
so no other person had the opportunity to challenge his assumptions. Osprey’s alert could have 
offered a test of his assumptions, but he did not access it. 

[391] The time pressure he was under is also relevant. While ICAO 8973 also highlights the 
importance of allowing the necessary time and making the necessary efforts to comply with 
security measures, even when under pressure, Mr. Martynenko did not decide to delay the flight 
to allow himself more time to complete the security threat risk assessment on a more thorough 
collection of information. Nor did he access Osprey or any other private risk assessment provider 
to gain access to a more robust collection of information. 

[392] If there were any day that Mr. Martynenko should have looked to see what Osprey’s 
assessment of the situation was, it was when he was by himself, at home, in the middle of the 
night, in the early morning hours after Orthodox Christmas, with a plane on the ground in Tehran 
scheduled to depart in perhaps as little as a half hour, having just learned that Iran had launched 
ballistic missiles at American troops in Iraq mere hours before, and being unable to read English 
language sources of information, which update faster than Ukrainian or Russian language 
sources. It is not best practice to have one person (untrained in safety risk assessments) making 
the decision as to whether the flight should be allowed to depart, be delayed, or be cancelled in 
such circumstances. To not involve others to help, to not take more time to gather information, 
and to not take advantage of the superior capabilities of Osprey or some other provider to 
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accumulate and analyze masses of information quickly to reach a recommendation and analysis 
that could have assisted UIA in its assessment process, was pure hubris. 

[393] I conclude that UIA breached the standard of care by failing to consider, or even 
attempting to consider, the information identified by ICAO 10084, and failing to seek 
information from all the recommended sources. 

[394] Mr. Martynenko assumed that the absence of information from sources like Iran, or 
Ukraine, or the commander, supported a decision to fly when in fact the absence of evidence 
burdened his security threat risk assessment with unwarranted assumptions and diminished the 
quality of the analysis. The quality of the analysis could only be as good as the quality of the 
information gathered; the analysis thus also fell below the standard of care. 

Failure to Conduct a Hazard Identification and Safety Assessment 

[395] By failing to contact anyone in flight operations or OCC to advise of the missile attack on 
Iraq from Iranian airspace, Mr. Martynenko ensured that no one at UIA could fulfil their 
obligation to conduct a hazard identification and safety risk assessment that was required when 
flying in or near a conflict zone. 

[396] While I accept the evidence of UIA employees, Mr. Martynenko and Mr. Sosnovskyi, 
that they did not consider it necessary for a hazard identification and safety risk assessment to be 
undertaken, I have already explained why, in my view, industry standards and indeed UIA’s own 
manual required exactly that. 

[397] By failing to ensure a hazard identification and safety risk assessment was undertaken, 
UIA fell below the standard of care. 

Failure to Communicate with the Commander 

[398] There is also no question the commander of PS752 had the authority (as did Mr. 
Martynenko) to delay or cancel the flight. Annex 6 to the Convention on International Civil 
Aviation clearly identifies the commander as being in command and charged with the safe 
conduct of a flight. 

[399] Although Mr. Martynenko denied that there was any reason for him to contact the 
commander of PS752, in July 2019, he had issued a memorandum entitled “Instructions for the 
Aviation Security Service personnel regarding Informing and interviewing crews on high-risk 
flights”. Flights to and from the airports of the Middle East, such as the Kyiv-Tehran route, were 
identified in the memo to be high-risk flights, and as such the memorandum applied to the Kyiv-
Tehran route. 

[400] The memorandum includes the following direction: 

During the preparation of flights with a high degree of risk, before the departure, 
aviation security service personnel must inform the flight crew about the specifics 
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of the flight and point out the issues that require increased attention from the 
crew, namely: 

• The presence of suspicious persons near the aircraft or at the airport; 

• The presence of armed persons directly at the airport or in the surrounding 
area; 

• Suspicious activities at the airport 

• The presence of military equipment directly at the airport or nearby 
territory; 

• Availability of any information on military activities in the region of 
flights. 

[401] This memorandum indicates that the commander ought to have been made aware of the 
presence of military equipment and the military activities ongoing in the region of IKA. This 
requirement is consistent with section 3.2.4 of ICAO 10084. 

[402] On cross-examination, Mr. Martynenko testified that there were no military activities 
ongoing in Iran at the time PS752 was scheduled to take off. He denied that Iran having fired 
ballistic missiles was military activity, but said that American retaliation would have been. In my 
view, this is a poor effort at rationalizing what was going on during the early hours of January 8, 
2020. It defies logic to suggest there were no military activities ongoing in the region of the 
flight. By Mr. Martynenko’s own direction, the commander of PS752 ought to have been 
notified about what was going on.  

[403] Furthermore, one of two of the mitigation measures put in place to lower the security 
threat risk to PS751 and PS752 was to obtain information from the UIA crew with respect to 
security. Yet in the midst of a significant escalation in military tension between the United States 
and Iran, with the UIA aircraft on the ground in Tehran, Mr. Martynenko decided it was not 
necessary to contact the commander. 

[404] Moreover, Osprey’s advice included that airlines ensure that the crew of any flight flying 
in Iran be fully briefed about the security situation. This is a sensible mitigation. While the 
commander is not trained to conduct security threat risk assessments, he and the crew was 
trained in security generally, and with information about the then-current security situation in 
Iran, observations that the crew might not have evaluated properly in an informational vacuum 
might have become important once they were fully briefed. 

[405] By failing to contact the commander, Mr. Martynenko not only deprived himself of the 
opportunity to obtain potentially relevant information, but deprived the commander of the 
opportunity to make fully informed decisions when discharging his duty to ensure the safe 
operation of the flight. This is another way in which UIA’s conduct fell below the standard of 
care. 
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Causation in Fact 

[406] The parties agree that the appropriate test for determining causation in fact is the “but 
for” test; that is, but for the defendant’s negligent act, would the plaintiff’s damages have 
occurred? To find causation in fact, the defendant’s negligence must have been necessary to 
bring about the plaintiff’s injury: Clements v. Clements, 2012 SCC 332, at paras. 8 and 13.  

[407] The “but for” test must be applied “in a robust common sense fashion”, with no need for 
“scientific evidence of the precise contribution the defendant’s negligence made to the injury”: 
Clements, at para. 9. 

[408] The Court of Appeal has identified three steps in the process that a trier of fact uses to 
determine causation. The first is to determine what likely happened. The second is to consider 
what likely would have happened if the defendant had not breached the standard of care. The 
third step is to allocate fault among the negligent defendants (although, in the circumstances of 
this case, the third step is not relevant): Sacks v. Ross, 2017 ONCA 773, at para. 47. I note that 
there is no debate that Iran’s conduct was a but for cause of the plaintiffs’ loss. This analysis 
focuses on whether UIA’s conduct was also a but for cause.  

[409] Although normally the plaintiff’s burden to prove causation in fact on a balance of 
probabilities, given the reverse onus, the burden here lies with UIA to disprove causation in fact.  

[410] UIA argues that any breach of the standard of care was not a cause of the plaintiffs’ 
damages. It relies on the third report of the DSB, which, it argues, concluded that using the 
standard for risk assessment methodology described in ICAO 10084 prevailing at the time of the 
shoot-down of PS752, both states and airlines assessed the scenarios drawing uncertain threats 
with catastrophic consequences to civil aircraft as being unlikely, and concluded that continuing 
flights in Iranian airspace was acceptable. UIA argues that even absent a breach of the standard 
of care, under the prevailing standard for risk assessment methodology in ICAO 10084, UIA 
could and would have still arrived at the same conclusion that it was acceptable to continue the 
operation of PS752, just as a reasonable airline in similar circumstances would have done. 

[411] The DSB, in its third report, noted that the increase in tensions in the Iran and Iraq region 
in the period January 2 – January 7, 2020 and the uncertainty about the development of the 
conflict situation did not lead to a noticeable change in flight behavior of the European Union 
airlines that it investigated. “Only after the risk level further increased due to the ballistic missile 
attacks in Iraq, the number of flights dropped clearly.” 

[412] The DSB noted that in the timeframe between the missile attack and the shoot-down of 
PS752, 24 flights operated to or from IKA, of which two were EU airlines. In the same 
timeframe, 31 flights of EU airlines from eight different countries overflew Iran or Iraq. 

[413] The DSB report concluded that, despite indications of growing military tensions and the 
presence of missiles, neither states nor airlines took the decision to stop flying. The DSB 
considered it desirable to “further develop the risk assessment method for flying over and near 
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conflict zones, in which, based on the precautionary principle, greater weight should be given to 
uncertain but catastrophic scenarios”.  

[414]  The DSB found that the uncertain situation that emerges in any escalating conflict is still 
underestimated by all parties involved, and noted that this can be “explained by the fact that the 
likelihood of a threat occurring is given a considerable weighting in the risk assessment method 
employed”. It concluded that the risk assessment methods then-currently in use are insufficient in 
situations characterized by unpredictable conflict.  

[415] The DSB recommended that, instead of considering the likelihood of a risk, the impact of 
the scenario based on the precautionary principle should be leading.  

[416] The problem UIA faces is that the criticism of the DSB in its third report was principally 
directed at the fact that most airlines continued to operate in Iranian and Iraqi airspace in the time 
period between January 2 and January 7, 2020, and it was only after the ballistic missile strike 
that airlines began to alter their behaviour.  

[417] The causation question would be of a different quality if I were charged with assessing 
UIA’s security threat risk assessment on January 6, 2020, but the assessment at issue is the one 
undertaken on January 8, 2020, after the ballistic missile strike. 

[418] Moreover, the very first DSB report also addressed uncertainty in security threat risk 
assessments: 

The Dutch Safety Board expects uncertainty to be the basic point of departure of 
the approach adopted by the parties. This means that the parties concerned shall 
remain constantly alert and receptive to signals that could indicate the inaccuracy 
or incompleteness of earlier assumptions. This requires them to be constantly 
vigilant with regard to risks and be prepared to question common assumptions. 

[419] The first DSB report also recommended that ICAO and states amend their relevant 
standards and regulations such that “risk-increasing and uncertain factors” are included in risk 
assessments. 

[420] I do not accept UIA’s argument that, on January 8, 2020, it applied the prevailing 
standard of risk assessment methodology, and would have reached the same conclusion in any 
event. 

[421] It did not apply the prevailing standard of risk assessment methodology, in that it failed to 
collect or even attempt to collect the necessary information, including from the recommended 
sources, before assessing the security threat risk to PS752. It was not prepared to question its 
assumptions.  

[422] Had it done so, it would have determined, as did KLM and Air Canada, and as did 
Osprey and the FAA, that the uncertainty of the risk of misidentification and miscalculation in 
Iranian airspace warranted that PS752 be, at the very least, delayed for a period of time to see 
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how the situation developed, in particular given the proximity of its flight route to the Alghadir 
missile base. 

[423] This conclusion is consistent with the evidence of Mr. Edwards, who undertook his own 
security threat risk analysis. While necessarily completed after the shoot-down of PS752, Mr. 
Edwards conducted it based on the information that was available at the time Mr. Martynenko 
completed his security threat risk assessment, prior to the shoot-down of PS752.  

[424] Mr. Martynenko and Mr. Edwards formulated their security threat risk matrices in 
different ways. While Mr. Martynenko considered the risk of SAMs having regard to their 
probability, implications, vulnerability and risk category, Mr. Edwards considered the likelihood, 
consequences, current mitigating measures, residual vulnerability, residual risk and possible 
additional mitigations of each of the five factors identified in ICAO 10084 as key factors 
affecting risk of SAMs. 

[425] There was much debate about whose approach to the matrix was correct, but in my view, 
the focus on the chart itself is unhelpful. ICAO 10084 identifies the factors to be considered and 
sources of information to access. Unlike a safety risk assessment, there is no clear manner in 
which security threat risks should be documented, likely due to the often-sensitive nature of the 
information. The question is about how one performs the assessment, not how one records it. 

[426] As I have noted, there is no evidence that Mr. Martynenko considered the five key threat 
scenarios that have the most impact on the assessment of the risk of SAMs.  

[427] Mr. Edwards, however, did consider those factors. He noted that certain of those threats 
— use of military aircraft in a combat role or for hostile reconnaissance or use of missiles; 
misidentification of aircraft to transport ground troops of military equipment; and flight routing 
passes over or close to locations or assets of high strategic importance — had high likelihood and 
high consequences, but no current mitigating measures, and no possible mitigating measure apart 
from cancelling the flight. 

[428] I conclude that, had Mr. Martynenko considered the five key factors from ICAO 10084, 
and had he obtained the relevant information that was easily available, he would have reached 
the same conclusion as Mr. Edwards.  

[429] I also note Mr. Edwards’ evidence that, even if Mr. Martynenko’s January 8, 2020 
assessment of the security threat risk of a SAM attack were correct, having raised the probability 
level of an attack to medium, and the risk category to medium, there can be no explanation for 
the risk acceptance criteria remaining unchanged at the lowest level of “acceptable”. Even on his 
own analysis, he should have at least delayed the flight. 

[430] I thus find that UIA has failed to prove that its breach of the standard of care was not a 
but for cause of the plaintiffs’ damages. 

[431] While I have focused above on the impact of the failure to conduct a security threat risk 
assessment, I note that UIA offered no evidence that a safety risk assessment would have 
supported a decision to fly; it maintained its position that no safety risk assessment was required.  
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[432] Nor did UIA offer any evidence that the flight would have departed had the commander 
of PS752 been advised of the situation. That is, perhaps, unknowable.  

[433] Regardless, UIA has also failed to prove that a safety risk assessment would have yielded 
a conclusion that the risk to PS752 was acceptable, or that the flight would have taken off even if 
the commander was fully informed of the situation in Iran. 

[434] These are additional reasons why UIA has failed to prove that its breach of the standard 
of care was not a but for cause of the plaintiffs’ damages. 

Remoteness 

[435] A finding of negligence requires that the defendant’s breach of duty must have caused the 
plaintiff’s harm in law. The question is whether the harm is too unrelated to the wrongful 
conduct to hold the defendant fairly liable, or, put another way, whether plaintiff’s harm is too 
remote to warrant recovery: Mustapha, at paras. 11-12. 

[436] To determine whether the harm is foreseeable, and not too remote, the court applies the 
standard of the foresight of the reasonable person. The degree of probability to satisfy the 
reasonable foreseeability requirement is one which would occur to the mind of a reasonable 
person in the position of the defendant, and which they would not brush aside as far-fetched: 
Mustapha, at paras. 12-13.  

[437] It is the general harm that must be reasonably foreseeable, and not its manner of 
incidence: Bingley v. Morrison Fuels, 2009 ONCA 319, at para. 24. 

[438] While it is usually for the plaintiff to prove causation at law on a balance of probabilities, 
in this case due to the reverse onus that applies, it is the defendant’s burden to prove that the 
injury is too remote to warrant recovery. 

[439] UIA argues that the degree of probability of the human error that resulted in the shoot-
down of PS752 does not meet the foreseeability requirement, and points again to the DSB third 
report indicating that airlines assessed the risk of the threat as being unlikely, such that it was 
acceptable to continue to fly. 

[440] I reiterate that the DSB criticisms related principally to the time leading up to the ballistic 
missile strike, and not thereafter. The DSB’s third report does not assist the defendant. 

[441] Moreover, UIA’s arguments with respect to remoteness are burdened by the mistake the 
Court of Appeal warned about in Bingley, that is, focusing on the foreseeability of the particular 
chain of events that occurred rather than on foreseeability of the general harm.  

[442] The precise chain of events did not need to be reasonably foreseeable. The question is 
whether the risk of PS752 being struck by a SAM would occur to a reasonable person, and they 
would not brush it aside as far-fetched.  

[443] In my view, the risk of PS752 being struck by a SAM was reasonably foreseeable: 
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a. Osprey, using its sophisticated software and analysis, warned of the very risk that 
transpired; 

b. The FAA warned of the very risk that transpired in its NOTAM; 

c. There was a relatively recent example of a flight, MH17, being struck 
unintentionally by a SAM when flying in a conflict zone; 

d. Mr. Martynenko himself decided the risk was worth undertaking a security threat 
risk assessment and concluded the risk was medium; 

e. A passenger on the plane texted her brother expressing fear of the very risk that 
materialized. 

[444] I thus conclude that UIA has failed to establish that the plaintiffs’ losses are too remote. 

Costs 

[445] At the close of trial, the parties agreed to provide me with their costs submissions, which 
I would review after I had completed my reasons on the merits. I have followed this process. 

[446] The three main purposes of modern costs rules are to indemnify successful litigants for 
the costs of litigation, to encourage settlement, and to discourage and sanction inappropriate 
behaviour by litigants: see Fong v. Chan (1999), 46 O.R. (3d) 330 (C.A.), at para. 22. 

[447] Subject to the provisions of an act or the rules of this court, costs are in the discretion of 
the court, pursuant to s. 131 of the Courts of Justice Act, R.S.O. 1990, c. C.43. The court 
exercises its discretion considering the factors enumerated in r. 57.01 of the Rules of Civil 
Procedure, including the principle of indemnity, the reasonable expectations of the unsuccessful 
party, and the complexity and importance of the issues. Overall, costs must be fair and 
reasonable: see Boucher v. Public Accountants Council for the Province of Ontario (2004), 71 
O.R. (3d) 291 (C.A.), at para. 38. A costs award should reflect what the court views as a fair and 
reasonable contribution by the unsuccessful party to the successful party rather than any exact 
measure of the actual costs to the successful litigant: see Zesta Engineering Ltd. v. Cloutier 
(2002), 21 C.C.E.L. (3d) 161 (Ont. C.A.), at para. 4. 

[448] The plaintiffs are the successful parties and as such, they are presumptively entitled to 
their costs. 

[449] The plaintiffs seek costs on a substantial indemnity scale. They argue that UIA 
unnecessarily lengthened and complicated the proceeding, by, for example, creating undue 
complexity with respect to the confidentiality of documents, and by taking positions that were 
without merit. 

[450] I agree that certain of UIA’s positions were difficult to understand. In particular, it is hard 
to understand why UIA took the position for most of the trial that ICAO 10084 was not a 
relevant source of guidance for it on January 8, 2020, when Mr. Martynenko testified that he 
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considered it, and given its clear application to flights over or near conflict zones. As I noted, 
UIA also took the position that Iran was not a conflict zone, when it clearly was. UIA also failed 
to agree that tensions escalated in the region after the killing of General Soleimani, when they 
clearly had, based on the open-source information in the record and the evidence of the 
witnesses. 

[451] However, while some of UIA’s positions were unwarranted, overall, it did not conduct 
the trial or the litigation in a manner deserving of sanction.  

[452] Nor are there any offers that, in my view, impact the assessment of costs. UIA made an 
offer to pay the limited liability to which it would be subject under the Montreal Convention, 
which it did not beat. The plaintiffs offered to settle the trial on the basis that UIA would admit 
negligence, and therefore its unlimited liability under the Montreal Convention, and counsel 
would recommend a 5% reduction in the plaintiffs’ assessed losses. A recommendation to make 
a concession is of uncertain value.  

[453] As a result, while I am not inclined to order substantial indemnity costs, in assessing the 
quantum of costs, I shall keep in mind that, in some respects, UIA’s choices increased the time 
that the plaintiffs had to spend on the trial. 

[454] In terms of assessing the quantum of costs, I note the following factors: 

a. The litigation was complex, involving an examination of facts including the geo-
political situation in the region, military strategy, weapons capability, and aviation 
standards and practices. 

b. The litigation required a significant expenditure on expert witnesses to illuminate 
all of those areas of fact. 

c. The litigation was extremely important. At issue is not just millions, and perhaps 
tens of millions, of dollars, but for the plaintiffs, the litigation was also about 
getting answers and seeking accountability. Moreover, the litigation has 
ramifications for the aviation industry, airline insurers, and public safety. 

d. The litigation involved a novel issue. Counsel advise that they are unaware of any 
other case in the world that has considered the standards to which airlines must 
adhere when flying in or near conflict zones. 

e. The litigation involved significant work. Unlike most aviation litigation, the 
plaintiffs did not have the benefit of a reliable accident investigation report, as 
Iran’s report was not credible, and was widely criticized. The Canadian reports 
were limited by access to information, and in any event, did not focus on the 
conduct of UIA. Unlike UIA, which has experience with civil aviation standards 
and practices, the plaintiffs had to build their case from scratch, through the 
assistance of experts and investigations. It was extraordinarily time-consuming. 
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f. Having opted for a streamlined trial process involving the class action and seven 
individual actions, the overall costs of the litigation arising out of PS752 was 
minimized. Although the costs of the litigation are significant in monetary terms, 
they are a fraction of what it would have cost to litigate all actions individually. 

g. The streamlined trial process minimized the amount of trial time required, but the 
preparation to ensure that the trial proceeded smoothly and effectively was more 
than would normally be the case. The upfront effort was necessary to prosecute all 
the cases in a cost-effective and efficient manner. 

h. In my view, the plaintiff counsel groups successfully avoided duplication of effort 
to the extent feasible. 

i. Those plaintiffs whose lawyers participated in the trial but in a less active 
capacity were still entitled to have lawyers present and to have their lawyers 
prepare for the litigation, review productions, attend discoveries, case conferences 
and the trial, and generally to advise them. 

j. The hourly rates charged by plaintiffs’ counsel are appropriate and competitive in 
their markets; 

k. UIA would reasonably have expected that, given the stakes of this litigation, the 
plaintiffs would have prosecuted the litigation to the fullest extent. They would 
also have expected that the plaintiffs would have had to incur all the expenses 
associated with developing the case without the benefit of a proper accident 
investigation report. 

l. UIA’s own bill of costs discloses partial indemnity costs of $670,827.83. 

[455] In view of the factors above, I turn to consider each group of plaintiffs’ counsel to assess 
the quantum of costs that is fair and reasonable for each. 

Howie Sacks & Henry LLP and Camp Fiorante Matthews Mogerman LLP 

[456] Howie Sacks & Henry LLP (“HSH”) worked as a team with Camp Fiorante Matthews 
Mogerman LLP (“CFM”). The bills of costs support full indemnity costs of $1,078,929.50 plus 
disbursements of $86,433.89, for HSH and $1,501,537 plus disbursements of $292,219.69 for 
CFM. It appears that the claim for fees is exclusive of HST. On a partial indemnity scale, they 
would seek costs of $540,000 for HSH and $750,700 for CFM. 

[457] HSH and CFM took on the greatest responsibility in this proceeding for the plaintiffs. 
They led the lion’s share of the plaintiffs’ evidence and conducted many of the cross-
examinations. Their efforts supported the efforts of other plaintiff groups, who would otherwise 
have had higher costs.  

[458] As a result, the HSH and CFM plaintiffs have borne the brunt of the impact of the 
unwarranted positions that UIA took in the litigation. 
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[459] In my view, it is fair and reasonable for UIA to pay to the HSH and CFM plaintiffs costs 
as follows: 

a. With respect to HSH, $600,000 plus HST plus disbursements of $86,433.89; 

b. With respect to CFM, $850,000 plus HST plus disbursements of $292,219.69. 

Rochon Genova LLP 

[460] Rochon Genova LLP (“RG”) took the lead for the plaintiffs with respect to the issues 
around the sufficiency of the security threat risk assessment, which analytically was very 
important, especially given that UIA only did a security threat risk assessment, and not a safety 
risk assessment. 

[461] RG has calculated its partial indemnity costs at $1,855,266.57, inclusive of HST and 
disbursements. Its actual fees are $2,283,930.00. 

[462] While I accept that RG will have costs higher than many of the other plaintiff groups as a 
result of their lead role with respect to the security threat risk assessment issue, I can find no 
justification for awarding RG more in costs than HSH and CFM, given their respective 
responsibilities. I conclude that the time spent by RG is excessive. 

[463] In the result, I award the RG plaintiffs their costs fixed at $1,150,000 plus HST plus 
disbursements of $299,062.04. 

Blaney McMurtry LLP and Thomson Rogers 

[464] Blaney McMurtry LLP (“Blaney”) and Thomson Rogers (“TR”), although counsel on 
two separate actions, worked as a team, and participated actively in the trial. In my view, their 
work added significant value to the development of the record and to the argument. 

[465] Blaney quantifies its partial indemnity costs at $740,823.39 plus HST, and claims 
disbursements of $56,372.35. TR’s partial indemnity costs are $250,204.20 plus HST plus 
disbursements of $30,340.45. 

[466] In my view, fair and reasonable costs awards are as follows: 

a. With respect to the Blaney plaintiffs, costs fixed at $740,000 plus HST plus 
disbursements of $56,372.35; 

b. With respect to the TR plaintiffs, costs fixed at $250,000 plus HST plus 
disbursements of $30,340.45. 

Gluckstein Personal Injury Lawyers 

[467] Gluckstein Personal Injury Lawyers (“Gluckstein”) did the bulk of its work behind the 
scenes for its clients. It had only one lawyer and an articling student attend trial.  
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[468] In addition, Mr. Assaraf took the lead on developing the trauma-informed guidelines that 
were used to manage this trial.  

[469] Gluckstein’s partial indemnity costs are $168,595.77 all inclusive. Of this amount, 
$45,616.74 are disbursements. 

[470] I fix the Gluckstein plaintiffs’ fair and reasonable costs at $168,595.77 all inclusive. 

TWA Law 

[471] TWA Law (“TWA”) is class counsel for the class action. Its bill of costs does not include 
preparation of the pleading, the funding motion, the carriage motion, the certification motion, the 
cost of dealing with opt-out procedures or the costs of preparing costs submissions (in this 
respect, it is alone). 

[472] The class action was not as integrated in the process to trial as were the other actions. The 
order that this matter proceed to a joint, streamlined, trial was made over opposition of the class.  

[473] The class was not included in UIA’s offer to settle. As a result, TWA had to be ready to 
proceed to trial on its own in the event that the other plaintiffs were able to reach a resolution 
with UIA. 

[474] TWA participated in the trial in a manner that minimized duplication and trial costs. It 
also participated in the preparation of the matter for trial, including reviewing productions, 
attending discoveries, attending case conferences, and attending trial, all of which was necessary 
work and required to advise the class. 

[475] TWA claims partial indemnity costs of $397,598.50 plus disbursements of $37,429.67. It 
appears that the partial indemnity costs are exclusive of HST. 

[476] I fix the class’s costs at $397,598.50 plus HST plus disbursements of $37,429.67. 

Nelligan O’Brien Payne LLP 

[477] Nelligan O’Brien Payne LLP (“NOP”) played a comparatively minor role in the trial. To 
the extent counsel attended, they did so via zoom. The NOP plaintiffs seek partial indemnity 
costs of $6,528.36 inclusive of HST. This amount includes $356.40 in partial indemnity costs for 
the preparation of its bill of costs. 

[478] NOP minimized its costs in light of the number of parties involved. The costs it incurred 
were minor in relation to the gravity of the claim advanced on behalf of the NOP plaintiffs. It 
was able to limit its costs by reliance on the work of others who took a greater role in the trial. In 
my view, NOP’s request for costs is more than reasonable in the circumstances. 

[479] I fix the NOP plaintiffs’ costs at $6,528.36, all inclusive. 
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Summary of Orders 

[480] In summary, I make the following orders: 

a. I declare that the defendant has failed to prove, on a balance of probabilities, 
under article 21 of the Montreal Convention, that the plaintiffs’ damage was not 
due to the negligence or other wrongful act or omission of the carrier or its 
servants or agents; or that such damage was solely due to the negligence or other 
wrongful act or omission of a third party. 

b. The defendant, UIA, shall pay costs to the plaintiff groups as set out below, 
within 60 days: 

i. To the HSH and CFM plaintiffs: with respect to HSH, costs fixed at 
$600,000 plus HST plus disbursements of $86,433.89; and with respect to 
CFM, costs fixed at $850,000 plus HST plus disbursements of 
$292,219.69. 

ii. To the RG plaintiffs, costs fixed at $1,150,000 plus HST plus 
disbursements of $299,062.04. 

iii. To the Blaney and TR plaintiffs: with respect to Blaney, costs fixed at 
$740,000 plus HST plus disbursements of $56,372.35; and with respect to 
TR, costs fixed at $250,000 plus HST plus disbursements of $30,340.45. 

iv. With respect to the Gluckstein plaintiffs, costs fixed at $168,595.77 all 
inclusive. 

v. With respect to the class, costs fixed at $397,598.50 plus HST plus 
disbursements of $37,429.67. 

vi. With respect to the Nelligan plaintiffs, costs fixed at $6,528.36, all 
inclusive. 

[481] Finally, I wish to thank all counsel for the high quality of their work and for their 
considerable efforts to manage the trial process efficiently, and in a trauma-informed manner. 

 
 

 
J.T. Akbarali J. 
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